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Abstract: With the increase in the use of Internet interconnected systems, security has become of utmost importance. One key element to guarantee an adequate level of security is being able to detect the threat as soon as possible, decreasing the risk of consequences derived from those actions. In this paper, a new metric for early detection system evaluation that takes into account the delay in detection is defined. Time aware F-score (TaF) takes into account the number of items or individual elements processed to determine if an element is an anomaly or if it is not relevant to be detected. These results are validated by means of a dual approach to cybersecurity, Operative System (OS) scan attack as part of systems and network security and the detection of depression in social media networks as part of the protection of users. Also, different approaches, oriented towards studying the impact of single item selection, are applied to final decisions. This study allows to establish that items selection method is usually the best option for early detection systems. TaF metric provides, as well, an adequate alternative for time sensitive detection evaluation.
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1. Introduction

The relevance of the early detection problem has been explored in many fields. Although a thorough study was proposed there was limited research on its evaluation metrics and methodologies. Mostly there is little work related to non-dataset-dependent metrics and lack of interpretability and better discrimination among results. In a real world environment, where a true streaming evaluation is applied, no data from the full dataset is available, so parameters for the metric must be extracted from the problem.

Many fields could benefit from an early detection approach as stopping any kind of anomaly or problem as soon as possible would minimise the risks of unwanted results. Particularly, in the field of network and systems security, the longer the time passes and the more phases of the attack are achieved, the higher the probabilities of significant damage.

In the early detection in social media field, the detention of fake news or rumours as well as cyberbullying would decrease their consequences. Those consequences include depression, self-esteem decrease, suicide or suicide ideations, for example.

The lack of a proper dataset independent early detection metric with good interpretability was solved with the definition of TaF. This is a non-dataset-dependent metric for the evaluation of early detection systems, presented as an alternative to the issues found in the state-of-the-art metrics. Additionally, the evaluation of multiple alternatives for detection systems functions could improve the results, thanks to the variety of options available for the different problems.

To summarise, the fundamental issue found in this topic was related to the proper time aware evaluation and thus the main contribution of this paper is the definition of a non-dataset-dependent time-aware metric. Also, another contribution is the study of different approaches for taking final decisions based on the elements that are being processed.
The remaining sections of this paper is organised as follows: After the Introduction section, a Related Works containing relevant references to analyse the state-of-the-art. Then, Section 3 present the formal representation of the methods used in the experiments, a brief analysis of the datasets used, the models applied and the metrics used for the evaluation of performance. Next, on the Results section values from the experiments are presented in terms of figures, tables and a study of the results. Lastly, Discussion and Conclusions outline the outcome of the experiments, displaying also the implications and limitations of this research.

2. Related Works

As stated in the previous section, the relevance of the early detection problem has been explored in many fields. Although, a thorough study was proposed there was limited research on its evaluation metrics and methodologies. Best efforts as evaluation metric definition for the early detection problem was presented by Early Risk Detection Error (ERDE) [1], F-latency [2] an also by [3] where an alternative, Time aware Precision (TaP) non-dataset-dependent metric was proposed.

At the 2017 CLEF (Conference an Labs for the Evaluation Forum), ERDE was presented in the workshop for early prediction (eRisk) as the metric for the evaluation of the tasks. Then, by using the time-aware proposed metric, participants detection systems for early detection of situations such as depression or other behaviours and disorders using social media network data [1,4].

F-latency, a latency-weighted $F_1$, was created to avoid heuristically defined parameters, as it was one of the problems detected by the authors in the definition of ERDE. Those parameters were replaced by dataset defined values for the evaluation of depression detection in social media [5].

Time aware Precision (TaP), was presented in [3] based on the study of ERDE and F-latency as well as other non time aware metrics to overcome problems with the definition of both. Such as, interpretability, better discrimination among results and to obtain a dataset agnostic approach. In a real world environment, where a true streaming evaluation is applied, no data from the full dataset is available, so parameters for the metric must be extracted from the problem.

In terms of metrics those three, ERDE [1] $F$-latency [5] and TaP [3], are the best effort presented for early detection evaluation with specific latency dependent metrics.

Also, it must be mentioned that disregarding specific latency aware metrics, some examples can be found by using traditional metrics like precision, recall or F-score, for the early detection problem. For example [6] or [7], where $F1$ is measured at specific points without time penalization.

Particularly, in the field of network and systems security, early detection of attacks could prevent an increase of the threat minimising the outcome, as presented in [8]. The longer the time passes and the more phases of the attack are achieved, the higher the probabilities of significant damage. As development in this area, several works had been published, such as [9,10] in order to detect attacks at their early stages, usually not taking into account the time in their evaluation. Even, if it is incorporated, usually is just measured by the amount of time until the detection, as shown in [11,12], where a distributed denial of service (DDOS) is targeted.

In the early detection in social media some works have been presented to target different aspects of those interactions and the problems that could derive from them. For example, in order to stop as soon as possible the diffusion of fake news and rumours, some solutions are presented as in [13,14] but relying only in the time required for the detection as latency evaluation. This, combined with the increase of cyberbullying [15] and the possible consequences of it and the diffusion and spread of fake news and rumours could lead to depression, self-esteem decrease, suicide ideations or even suicide [16].

Recently, a thorough comparison between different approaches for cyberbullying detection was presented in [17], where as part of machine learning evaluation, Logistic
Regression is shown as an alternative. As part of the cyberbullying detection problem, some session-based studies had been presented, using specifically Large Language Models (LLM) for the early detection task [18]. Lately, also [19] applies machine learning models as Decision Tree (DT), Random Forest (RF) and AdaBoost (AB) for cybersecurity threats in form of Networks Attacks.

Summarising, in terms of metrics, several attempts have been made towards an early detection evaluation, such as ERDE [1], F-latency [5] and TaP [3]. Although, some present several problems for real world applications and their interpretation.

3. Materials and Methods

In this section we present a thorough description of the elements used in the tests for obtaining the results. First, an introduction to the early detection representation and its particularities is included in the Methods section. Then, a comprehensive explanation of the datasets is shown, followed by the models used for the decision making phase. Finally, the metric used for the evaluation is presented.

3.1. Methods

The early detection problem presents certain characteristics that must be taken into account, and it must be formally described in order to define proper methods. Although a thorough description of the formal definition of the early detection problem can be found in [3], a summary is presented next for ease of interpretation. To do so, we define \( E = \{ e_1, e_2, \ldots, e_{|E|} \} \) as the set of entities susceptible of being classified, in this case \(|E|\) describes the amount of entities. Each one of them (\( e \)) is composed from a series of items \( (l_e) \), with a label \( (l_e) \) for the class of the entity. This could represent either that the entity is anomalous or not, \( l_e = \text{true} \) and \( l_e = \text{false} \) respectively. It must be added that although this represents a binary classification task, early detection systems could provide a third value showing that the decision has not been taken yet (i.e., a delay).

The set of items for a particular entity is expected to change over time and is represented by \( I_e = (l_{e1}, l_{e2}, \ldots, l_{en}) \), being \( l_{ek} \), \( k \in [1, n] \) the tuple that represents, for each entity \( e \), its \( k \)-th item \( l_{ek} \), and the timestamp associated with the particular item \( l_{ek} \) is denoted as \( t_{ek} \).

Also, it is important to notice that the following statement must be true, as items must be time ordered:

\[ \forall < l_{ek}, l_{ek} > : t_{ek} \text{ before } t_{ek+1} \]

An item, \( l_{ek} \), is characterized by a feature vector, and, particularly, it can be inferred that all items linked to an entity, \( l_{ek} \), \( k \in [1, n] \), share the same feature vector. Those attribute values will be expected to change over time.

\[ I_e = [f_{ek1}, f_{ek2}, \ldots, f_{eken}], k \in [1, n] \]

Due to the independence of entities, the sequence of items \( I_e \) for each entity \( e \in E \) may exhibit varying lengths, denoted as \( n \). It is important to emphasize that the number of features, \( m \), remains consistent across all items.

In this kind of problem, for a given entity \( e \), the goal is to identify any anomalous behaviour while examining the fewest number of items from \( I_e \) possible.

The objective function will be defined as \( f(l_e, l_e \times [1..n]) \rightarrow \{0, 1, 2\} \). If an entity \( e \) is deemed anomalous following the analysis of \( l_{e1} \) to \( l_{en} \) items, this function will output 1 (i.e., positive). If an entity \( e \) is determined to be normal (i.e., non-anomalous or negative) after processing an amount of \( k \) items and the preceding ones, then \( f(l_e, l_e, k) = 0 \). Lastly, \( f(l_e, l_e, k) = 2 \) represents that no definitive decision can be made regarding \( e \) entity after processing an amount of \( k \) items, indicating the need for further processing (i.e., delay). As a result, when \( f(l_e, l_e, k) \) yields outputs 0 and 1, the processing of items \( l_{e_{k+1}}, \ldots, l_{en} \) is unnecessary. Conversely, if the output is 2, it necessitates the processing of additional items \( l_{e_{k+1}}, \ldots, l_{en} \) until a conclusive output is obtained or the sequence of items is exhausted.
Among the different existent evaluation methods (e.g., batch, streaming, time-based, etc.) we choose streaming evaluation as it provides the best representation for each individual entity.

In this case, $I_e$, which represents the sequence formed by individual items, is treated individually and following the original sequence. As a result, for each entity $e$, the function $f(l_e, I_e, k), k \in [1, n]$, must be executed until a conclusive output is achieved or until the maximum number of items ($n$) is reached. Similar to previous scenarios, when item $k$, $I_k$, is being processed, the model can incorporate all preceding items, $l_1, \ldots, l_{k-1}$, as illustrated in Figure 1.

![Figure 1. Items distribution for streaming evaluation.](image)

### 3.2. Datasets

For the sake of variety in the experiments developed in this paper, we selected two different datasets. In order to study the outcome under particular circumstances, we choose two where both their nature and particular characteristics differ. The first one, obtained from Kitsune dataset [2], is the OS Scan Attack, which presents some particularities that will be shown later in this section. The second one was specially collected for the eRisk 2017 Workshop [1]. In this case, posts from the website Reddit were included after a selection process and being identified as written by users with depression or users without depression. As for Kitsune OS Scan Attack, an analysis is included next.

Kitsune dataset is composed by data traffic from a video monitoring network and includes different attacks performed over the network through several days. It was designed and utilized to evaluate the Intrusion Detection System—Network based (NIDS) described in [2]. In particular we use the OS Scan Attack, which examines the devices connected trying to detect hosts and which operating systems (OS) they are using, to find potential vulnerabilities, and it will be referred as “Network Attack” from now on. This dataset is composed by a set of network packets from which a group of engineered features are extracted and tagged as “Attack” or “Normal”. In order to further analyse the traffic, we divided it into bidirectional flows as described in [20,21], defined as the aggregation of packets with same pair source IP address—destination IP address, source port—destination port and protocol over a defined period of time. To account for the time division, we used timestamp of the packets as a split point using 0.1 s as threshold for the inter-packet time and 1 s as threshold for the flow span as described in [22]. For the experiments performed, we used the features described in [2]. As presented in the original paper only characteristics of the packet itself and its relation in time with the rest of the traffic are used in the creation of the dataset without including specific information of the flow they belong to.

Table 1 summarizes the main statistics for the datasets, among which OS Scan Attack from Kitsune dataset can be found. The amount of individual packets reaches nearly 1.7 million, distributed in 75,700 bidirectional flows. As the dataset represents an OS scan attack, most of anomalous flows are going to be around 2 packets in size, like it can be seen in the average of packets per flow for attack class, which accounts for the request and the reply from the device under attack. This, results on getting the majority of Entities of Anomalous type even if the greater part of items or packets belong to the Normal class.
The eRisk depression dataset, referred as “Depression Dataset” from now on was expressly collected for the 2017 edition of eRisk workshop on Early Detection [1]. It is composed by a set of publicly available Reddit posts published by users about a year of use period. Those posts were later marked as “Depressed” or “Non-depressed” guided by self-reported diagnoses of depression. In this case, subjects correspond with the **Entities** (E) and each of the **items** (I_i) with the subject’s posts. As for the features used in the experiments we will use the ones defined in [23,24]. Although, we will not include features created by the aggregation of a sequence of posts by only including individual post characteristics.

Also, we include in Table 1, along with the ones of the previous described dataset, the main statistics computed for the subjects and posts considered. This dataset is significantly smaller both in terms of number of **Entities** and **Items** but it has a higher average ratio of **items** per **entity**. With only 887 **Entities** and slightly over 500,000 **Items**, it achieves nearly 600 **Items** for each **Entity**. Being the amount of “Anomalous” cases the 15.22% of the total subjects, it is relevant to display that this ratio reaches almost half the value for “Anomalous” than for “Normal” cases.

### Table 1. Summary of the main characteristics of the datasets.

<table>
<thead>
<tr>
<th>Dataset</th>
<th>Entities &amp; Items</th>
<th>Normal</th>
<th>Anomalous</th>
<th>Total</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Depression</strong></td>
<td><strong>Entities</strong></td>
<td>752</td>
<td>135</td>
<td>887</td>
</tr>
<tr>
<td></td>
<td><strong>Items</strong></td>
<td>481,837</td>
<td>49,557</td>
<td>531,394</td>
</tr>
<tr>
<td></td>
<td><strong>Items per entity</strong></td>
<td>640.7</td>
<td>367.1</td>
<td>599.1</td>
</tr>
<tr>
<td><strong>Network attacks</strong></td>
<td><strong>Entities</strong></td>
<td>10,045</td>
<td>65,655</td>
<td>75,700</td>
</tr>
<tr>
<td></td>
<td><strong>Items</strong></td>
<td>1,566,602</td>
<td>131,249</td>
<td>1,697,851</td>
</tr>
<tr>
<td></td>
<td><strong>Items per entity</strong></td>
<td>155.96</td>
<td>1.99</td>
<td>22.43</td>
</tr>
</tbody>
</table>

### 3.3. Models

The set of models used in the experimental evaluation of the proposed selectors and metric is composed by some well known of-the-shelf state-of-the-art machine learning algorithms. The selection of this set was made based on the work presented in [25] for detection of cyberbullying in Vine social network. This methods were also tested on the same datasets for the early detection problem as shown in [3]. Particularly, the implementation by *scikit-learn* [26] was used, and the description of the models with the parameters used is listed below:

- **LinearSVC**: Support Vector Classification implementation with a ‘linear’ kernel that improves parameter selection and scalability.
  - Parameters: C = 1, class_weight = ‘balanced’, dual = False, max_iter = 1000
- **ExtraTree**: Meta estimator that uses averaging of randomized decision trees for classification.
  - Parameters: n_estimators = 50, bootstrap = False, class_weight = None
- **AdaBoost**: Meta estimator that refits a classifier by updating weights of incorrectly classified instances.
  - Parameters: n_estimators = 1000, learning_rate = 2.0, algorithm = ‘SAMME.R’
- **Random Forest**: Meta estimator which uses a determined number of decision trees and applies averaging to obtain the classifier.
  - Parameters: n_estimators = 500, class_weight = None, max_features = ‘sqrt’, max_depth = 7, bootstrap = False
• **Logistic Regression:** Conformed by a logit MaxEnt classifier, where the maximum entropy classifier is combined with a logistic function.
  - Parameters: $C = 0.1$, `class_weight = ‘balanced’`, `dual = False`, `penalty = ‘l2’`, `solver = ‘sag’`

After models for detection in individual items are trained, we apply a selector system to take the final decision based on individual items. Those decision functions are tested by using the results previously obtained with standard final deciders as baselines. In this case, four different functions are applied to this task, particularly:

- **mean:** Uses an aggregation of probabilities for each class, and decides one or the other based on those values.
- **bigger:** Uses the bigger class probability to provide the output of the classifier.
- **last:** Uses the last item processed to decide if the result is normal or anomalous.
- **2last:** Uses the combination of the class probabilities of the last two values in order to provide the final output.

### 3.4. Metrics

For the early detection problem evaluation it is important to obtain models that not only make correct predictions but also that those are taken as soon in time as possible. In order to do so, a metric that is able to consider the time used for making the prediction is needed. Several metrics had been presented to fulfill that task, among which: Early Risk Detection Error (ERDE) [1], F-latency [5] and Time aware Precision (TaP) [3].

In this paper, we define the metric Time aware F-score or $TaF$ for short, to overcome some limitations of the previous metrics and to ease the interpretation of the results. This metric presents a behaviour more similar to F-latency, than previous ones, but improving the configuration parameters. Reflecting the same idea as TaP, a penalization point and the degree of penalization is defined as problem-based instead of based on the particular values of the dataset. In this sense, it is more natural to do so that to set it based on the mean of those values. This last point is also crucial because in a real world streaming situation, it will not be possible to get the complete image or range of values before one specific item is processed.

The metric has been defined as follows:

\[
TaF_{o, \lambda}(e_i, k) = \begin{cases} 
1 & \text{if } TP \land k \leq o \\
1 - p f(k) & \text{if } TP \land k > o \\
0 & \text{if delay}
\end{cases}
\]

\[
TaF(E, k) = \frac{\sum_{e_i \in E} TaF(e_i, k)}{|E_{TP}| + \frac{1}{2}(|E_{FP}| + |E_{FN}|)}
\]

The cases defined in $TaF_{o, \lambda}$ use the same principle as in the previous metrics (ERDE and TaP) but just for the correctly detected positive cases (true positives, $TP$). The maximum value is obtained if the item is identified before the point of measure $o$, otherwise a penalization function named $pf(k)_{o, \lambda}$ is applied.

For the final $TaF(E, k)$ value an aggregation of intermediate results is performed in order to use the final value as a penalized count of true positive cases. That is to use it instead of $|E_{TP}|$, applying, then, the F-score function. The number of real true positive cases ($TP$) is depicted as $|E_{TP}|$, whereas negative cases are shown as $|E_{FP}|$ and $|E_{FN}|$ for false positives and false negatives respectively.

For this metric, the penalty function is defined as follows, to give values in the range $[1, 0]$ which generates an output in the metric in the same range. This maintains the relation with the output values of F-score.

\[
pf(k)_{o, \lambda} = -1 + \frac{2}{1 + e^{-\lambda(k-o)}}
\]
The values of penalization shown in Figure 2 for different values of the parameter $\lambda$ display how the results for individual entities $e_i$ affects to the final value of $TaF$. In every instance a proper prediction is emitted although, the amount of items required to achieve that prediction varies as presented on X-axis. It must be observed that the output range of the function for $TaF$ metric is $[0, 1]$.

![Figure 2. $TaF$ configured with point of measure $o = 2$ and various values of $\lambda$. The number of items used to reach a correct prediction by the system are represented on the X-axis, supposing a delay was produced from previous items. In this case, when $x = 5$ the system outputs the proper prediction on item $k = 5$ and, therefore, it generates a delay earlier on (i.e., $x < 5$).](image)

4. Results

Results for eRisk dataset over Random Forest, Extra Tree, Ada Boost and Logistic Regression models are presented on Figures 3 and 4. Figure 3 shows the results obtained with Time aware F-score ($TaF$) metric, when compared with Figure 4, which shows the results when $F$-latency metric is used, some differences must be noticed. First, $TaF$ parameters are not dataset defined but problem defined, as presented in the previous section, in contrast to other metrics. Besides that, it can be seen that more differences between the four models, and mostly between different selectors for each model, can be spotted by using this metric. Particularly, it provides an improved representation of selectors’ performances.

Also, when specific values are observed in Figures 3 and 4, some differences are shown between selectors. One particular observation can be made at 2 items for $2last$, with a decrease in performance for both metrics. This can be explained mainly because of an absence of many predictions in the previous point combined with a poor performance when the first item is included for these decisions. The results could imply that the first element of the sequence is mostly incorrectly classified and it does not improve the general output of the algorithm at that point.

Finally regarding Figure 3, when the number of processed items increase, best behaviour for the majority of the models is obtained with bigger selection function, although for Extra Tree $2last$ obtains the best results. This function is also the second better for Ada Boost and Random Forest, reaching even better values than bigger function for lower amount of items processed.

Furthermore, Table 2 presents results obtained with $TaF$ with the same combination of models and selectors when applied on Kitsune dataset.
Figure 3. Results for combinations of selectors and models (Random Forest (RF), Extra Tree (ET), AdaBoost (AB) and Logistic Regression (LR)) for each number of items analyzed with eRisk dataset using Time aware F-score (TaF) as metric.

In this case, as the problem analysed is specific of an OS Scan Attack and defined flows present distinct characteristics, models trained display high values of TaF metric regardless the combination of models and selectors. Even though that is the case for this particular, it allows to observe how higher values of the metric seem less influenced by differences in selectors, and small differences can be observed in the model (Logistic Regression) where those values are lower.

Results on Kitsune dataset display also particularities when the amount of items processed is lower, and this situation is enhanced by the fact that this dataset presents a high number of entities with just two items. Also, it must be remembered that those small entities are in their vast majority attack entities.

Although no direct comparison with previous results referenced is possible due to the use of a new metric presented in this paper, the analysis of both $F$-latency and TaF results for eRisk dataset (Figures 3 and 4) provides a base to connect it with previous experiments. Besides, the use of one of the selection methods for the early detection systems that was already applied for the same Machine Learning models supplies the needed base for the required results interpretation.

In view of the conducted experiments and the results obtained, TaF metric is shown as an improved alternative to the early detection metrics. This means that this metric could be applied to evaluate any problem from the domain overcoming the limitations present on other time aware metrics. In terms of improvements of the early detection by machine learning models, it can be seen that a further exploration of selection methods could be applied. By expanding the ways the final decision is taken, performance might be improved.
Figure 4. Results for combinations of selectors and models (a) Forest (RF), Extra Tree (ET), Ada Boost (AB) and Logistic Regression (LR)) for each number of items analyzed with eRisk dataset using $F$-latency as metric.

Table 2. Results for combinations of selectors and models (Random Forest (RF), Extra Tree (ET), Ada Boost (AB) and Logistic Regression (LR)) for each number of items analyzed with Kitsune dataset.

<table>
<thead>
<tr>
<th>Model</th>
<th>Selector 1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>25</th>
<th>50</th>
<th>75</th>
<th>100</th>
<th>125</th>
<th>150</th>
<th>175</th>
<th>200</th>
<th>225</th>
<th>300</th>
</tr>
</thead>
<tbody>
<tr>
<td>RF</td>
<td>bigger</td>
<td>0.9950</td>
<td>1.0000</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
</tr>
<tr>
<td></td>
<td>2last</td>
<td>0.9950</td>
<td>0.0000</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
</tr>
<tr>
<td></td>
<td>mean</td>
<td>0.9950</td>
<td>1.0000</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
</tr>
<tr>
<td></td>
<td>last</td>
<td>0.9950</td>
<td>1.0000</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
</tr>
<tr>
<td>ET</td>
<td>bigger</td>
<td>0.9950</td>
<td>1.0000</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
</tr>
<tr>
<td></td>
<td>2last</td>
<td>0.9950</td>
<td>0.0000</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
</tr>
<tr>
<td></td>
<td>mean</td>
<td>0.9950</td>
<td>1.0000</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
</tr>
<tr>
<td></td>
<td>last</td>
<td>0.9950</td>
<td>1.0000</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
<td>0.9950</td>
</tr>
<tr>
<td>AB</td>
<td>bigger</td>
<td>0.9896</td>
<td>0.9946</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
</tr>
<tr>
<td></td>
<td>2last</td>
<td>0.9948</td>
<td>0.0000</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
<td>0.9948</td>
</tr>
<tr>
<td></td>
<td>mean</td>
<td>0.9896</td>
<td>0.9946</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
</tr>
<tr>
<td></td>
<td>last</td>
<td>0.9896</td>
<td>0.9946</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
<td>0.9896</td>
</tr>
</tbody>
</table>
5. Discussion

From the results obtained from this experiments we can extract two main conclusions. The first one is the strengths of TaF as metric for early detection problem evaluation, as it allows to better differentiate between outputs than \( F \)-latency metric. Being also problem dependent instead of datasets dependent, which was previously presented as a limitation for real world streaming environments evaluation.

Second conclusion extracted from this experiments is the ability of 2\textit{last} as selection function to extract the best results when little information is known, being just overcome by bigger, when bigger amount of items were processed. As the objective of these systems is to detect as soon as possible this situation, the use of a n\textit{last} approach could improve general performance of systems. Problems detected when less than n items are being processed could be avoided by the combination of two different selection functions depending on the amount of items. Which could even be explored in future works with the analysis of the application of different selection functions to the n\textit{last} items processed.

6. Conclusions

Finally, from the research presented in this paper it can be extracted that due to the limitations of existent time aware metrics, the alternative provided by TaF contributes to a proper evaluation of detection systems in the early detection problem.

Also, and under the evaluation supplied by TaF metric, it is highlighted the importance of specific selection methods for early detection problem. A broader study could be performed with the inclusion of more selection methods and datasets with different particularities, but it is interesting to see how the number of items has an impact both on the penalisation and on the amount of information used by the system.
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Abbreviations

The following abbreviations are used in this manuscript:
- AB AdaBoost
- DDOS Distributed Denial Of Service
- ERDE Early Risk Detection Error
- ET Extra Tree
- FN False Negative
- FP False Positive
- LR Logistic Regression
- MDPI Multidisciplinary Digital Publishing Institute
- NIDS Network Intrusion Detection System
<table>
<thead>
<tr>
<th>Acronym</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>OS</td>
<td>Operative System</td>
</tr>
<tr>
<td>TaF</td>
<td>Time aware F-score</td>
</tr>
<tr>
<td>TaP</td>
<td>Time aware Precision</td>
</tr>
<tr>
<td>TP</td>
<td>True Positive</td>
</tr>
<tr>
<td>TN</td>
<td>True Negative</td>
</tr>
<tr>
<td>RF</td>
<td>Random Forest</td>
</tr>
</tbody>
</table>
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