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Abstract: The aim of this study is to investigate how amplifiers (automated accounts controlled by bot software) are used in Twitter (now called “X”) during election campaigns. Specifically, the main purpose is to identify the role and engagement of Twitter amplifiers in the 2019 European elections, the visibility of political parties and leaders, and the way in which automated tools are used to manipulate public opinion by influencing voting decisions. The countries considered in the study are two economic powers of Western Europe, France and Germany, as well as two countries of the European South, which are affected by the economic and financial crisis, Greece and Italy. The countries from Southern Europe were included in the sample as they are often used by mass media as political campaign tools. This paper emphasizes the Twitter platform through which the data collection was implemented using the official API of the social networking tool, focusing on the 2019 European elections. We collected data on 88 party leaders and MEP candidates between 10 May and 30 May 2019, as well as on 44,651 accounts that retweeted them. We concluded using 237,813 election-related tweets and used network theory to analyze and visualize the data. The results demonstrate that all political parties use amplifiers to promote their tweets, and some use the same amplifiers between different countries.
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1. Introduction
Digital technology has transformed the way we interact, having a significant influence on media and communication. Although social media platforms are used as a tool to engage and communicate with multiple target audiences, they can also be used to achieve malicious activities, as well as for spreading disinformation during election campaigns (Ferrara et al. 2020). Political parties and politicians promote content on Twitter (now called “X”) by algorithms in order to boost their tweets which increase political polarization. The rapid development of artificial intelligence brought about changes in the fields of political communication and data journalism. Amplifiers (automatic fake accounts) are used in an attempt to increase the popularity of specific content by creating trends on Twitter (Broniatowski et al. 2018) and sharing their views on political issues. A significant part of this literature review examines the manipulation through the Twitter platform during critical electoral processes such as the 2019 European elections, the 2016 US presidential elections, the 2022 French presidential elections, and elections that took place in other countries such as Germany, Italy, and the UK (Cinelli et al. 2020; Grinberg et al. 2019; Ferrara et al. 2020; Aral and Eckles 2019).
Social media platforms have enabled the collection and analysis of vast amounts of data. By using algorithms and automated methods through social media, one can create the sense that millions of users discuss a topic. Automated mechanisms are aimed at dynamic communities in social networks that have a significant influence on public opinion (Capralos 2019). Undoubtedly, they offer the opportunity to study and explore the interaction between political candidates and the public to a greater extent than ever before (Ratkiewicz et al. 2011). As pointed out by Conover et al. (2021), it is undeniable that social media became a powerful “weapon” of influence on public discourse, since hashtags and retweets enable the direct dissemination of information.

According to Enli (2017), nowadays, elections are held on the social media ecosystem, while New Media are used by politicians as a method and field of self-promotion, as well as an “arena for political marketing” (Bellström et al. 2016; De Paula et al. 2018). Social media has gained a strategic position in election campaigns, while the immediacy of communication between political organizations, political candidates and voters leads to a faster dissemination of messages through interactive tools. Political actors globally make use of digital tools in combination with the appropriate algorithms or bots to try to control and influence online public opinion in the digital era (Woolley and Howard 2016). Fake and automated accounts with human behavior are quite often created to spread propaganda messages rapidly. These are automated Twitter accounts with human behavior that post content, interact with other users, and retweet with comments (Voulgari et al. 2021).

Given in the Twitter ecosystem is the impression of widespread dissemination and support for political ideology of elected politicians or political candidates and parties by promoting personalized content and advocating specific views or by using propaganda techniques (Alaphilippe et al. 2019). Twitter is a powerful tool that gives the opportunity to reach users who have an influence and act as “influencers” in shaping public opinion. Political actors create a virtual popularity by using automated or semiautomated accounts, and this is supposed to be a very effective way of exerting political influence. By using these methods, they try to increase the frequency of occurrence in the timeline of content that has been purposefully created and is part of microtargeted propaganda by foreign actors. Social media users can be influenced directly by online communities, as such practices may affect constructive dialogue (Coletto et al. 2016; Chu et al. 2012). Political actors infiltrate political debates (Neudert and Marchal 2019) and then disseminate and promote specific messages in an attempt to reinforce controversial views. The result is to distort the flow of information but also to cause divisions in society, as well as to create a growing confusion in politics. Fake accounts and automated accounts (bots) with human behavior reproduce massive propaganda messages across Twitter.

The literature review highlights the increasing interest from researchers about whether opinion “influencers” have the potential to maximize the spread of a message to wider audiences through a social network (Weimann 1994; Keller and Berry 2003). The role of influencers in communication is becoming more noticeable as they are used through social media platforms due to their ability to influence online conversations (Anspach 2017). Xu et al. (2014) highlight that influencers’ content on Twitter often trigger strong emotional reactions and this suggests that some information is disseminated significantly more widely than its importance. Measuring influence on social media has become a field of study in computer science (Coletto et al. 2016). Although there is a huge volume of data for analysis by online media platforms, measuring influence is complex and multidimensional and it becomes even more complicated to define its variables. Riquelme and González-Cantergiani (2016) support that the identification of influential users on Twitter is supposed to be an extremely difficult process in view of the fact that there is a high percentage of accounts that have either been deactivated, deleted, or remain inactive or even private (Anger and Kittl 2011).

According to Riquelme and González-Cantergiani (2016), part of the wider research community that examines influence relies on the collection of real-time data (tweets) via Twitter API, while other researchers examine influence using complex mathematical models.
Using network theory to study, analyze, visualize, and understand data is an approach with several applications in social media, and more specifically in Twitter (Becatti et al. 2019; Kimmo 2019; Liang and Lu 2023; Logan et al. 2023; Pierri et al. 2020; Samalis et al. 2023; Witzenberger and Pfeffer 2024; Yoon et al. 2022).

In this article, we examine the use of accounts that amplify political propaganda messages on social media, specifically Twitter, during the period leading up to the 2019 European elections. The countries under consideration are two strong economic powers of Western Europe, France and Germany, as well as two countries of the European South, Greece and Italy. Southern European countries were selected because of the frequent use of media by various economic entities as tools for political involvement (Papathanasopoulos 2004). The primary aim of this study is to explore the role and actions of amplifiers in the 2019 European elections campaign.

Our contribution can be summarized by addressing the following objectives:
1. Investigate how each political party uses amplifiers to increase its popularity during the 2019 European elections within each country.
2. Analyze any potential relationships between countries and political parties in terms of amplifiers usage.

The research questions guiding this study are as follows:
• RQ1. What is the role of amplifiers and active users on Twitter during the 2019 European elections?
• RQ2. Is there any kind of interaction between the Twitter accounts among the countries considered?
• RQ3. How are the relationships portrayed between countries and political parties?

In order to answer these questions, we present the data collection process and methodology in Section 2, the results in Section 3, a summary of the results in Section 4, and our conclusion in Section 5.

2. Materials and Methods

2.1. Data

2.1.1. Data Source and Collection Process

In this study, we utilized the Twitter API to collect data about the European elections in May 2019. The Twitter API provides a sample of available tweets for each query, ensuring that the selection process for tweets was automated and unbiased, with no manual intervention by the authors.

For data collection, we focused on tweets and retweets from the pre-election period between 10 May and 30 May 2019. Our dataset comprised Twitter accounts of Members of the European Parliament (MEPs) and candidates from Greece, Italy, France, and Germany. These accounts were selected based on their number of followers, tweet activity, and retweet frequency. Additionally, influential party leaders and candidates were included to ensure comprehensive coverage of key political figures during the campaign. The inclusion criteria for our data collection were:
• Participation in the European elections.
• Number of friends and followers.
• Interaction metrics (tweets and retweets) during the specified period.
• Political accounts from Greece, Italy, France, and Germany, proportional to their parliamentary representation.

We excluded accounts with very few friends or followers, low engagement, locked (suspended) accounts, inactive accounts (zero tweets), and private (protected) accounts. This meticulous selection process resulted in a dataset of 88 Twitter accounts, hereafter referred to as “targets”.

2.1.2. Data Description and Ethical Considerations

The dataset comprises:
• 88 target accounts: These are the primary accounts of MEPs, candidates, influential party leaders, and associated political parties.
• 11,284 unique tweets: Captured from the 88 target accounts between 10 May and 30 May 2019.
• 44,651 user accounts: These accounts retweeted the posts from the target accounts, culminating in a total of 237,813 retweets.

No language restrictions were imposed on the dataset, ensuring a diverse and inclusive data sample.

Twitter API was openly accessible during our analysis, allowing us to collect publicly available tweets and retweets without requiring additional permissions. To ensure the confidentiality and privacy of individual users, we excluded private accounts from our dataset. Since the data consist of publicly available content, users have inherently consented for their tweets to be used in public analyses. Our research did not involve direct interaction with these users, maintaining privacy and ethical standards.

In agreement with Twitter’s Developer Agreement and legal guidance, we do not disclose usernames, retweeted usernames, or full tweets. Although this information is used in our analysis, it remains confidential. Our analysis focused on the interaction patterns between political accounts and their retweeters to understand the spread and influence of political messages during the 2019 European elections. Throughout the study, we adhered to strict ethical standards, ensuring the privacy of individuals and careful handling of sensitive information. The entire data collection and analysis process complied with Twitter’s terms of service and ethical research guidelines, respecting the rights of all individuals involved.

2.2. User Classification

In order to characterize user accounts in terms of their activity, a random sample of 6258 unique accounts was created to classify the account into a number of classes by utilizing machine learning algorithms. Although the definition of categorization varies in the literature review, the basic idea of categorization can be defined as “the ability to predict the most likely value for a dependent variable to take, given the values of the independent variables in a data set” (Bradley et al. 1999).

The algorithm indicated the different types of accounts found on Twitter based on the political content. More specifically, there are the (i) new accounts, created at the current moment in time at which a survey is implemented, (ii) active accounts, which are the most “ardent” supporters and show normal behavior, (iii) influencers, which have a huge impact on public sphere, (iv) bots, which are automatic machines that like and retweet nonstop and amplifiers that amplify a message by writing something more or by retweeting and quoting, and, finally, (v) unknown, which is an undefined category. These categories (classes) are defined with more detail as follows.

Amplifier is an account that mostly reproduces content that has little or no number of primary mentions, has many likes and retweets, reproduces specific targets (positive or negative), and often its primary content is aggressive towards an opponent. Their activity is closely linked to other similar accounts, and their themes and scope are related to politics and current affairs. They have a lot of followers and friends, with too many statuses, especially retweets. When you look at their profile, they usually have a pinned status and then only retweet. An amplifier account is distinguished by political unilateralism and strongly and fanatically expresses their views. The term bot was not used in this case since their activity on the MSM is not necessarily automated. Obviously, this characterization includes all astroturfing practices with troll factories and bots. In summary, amplifiers are accounts that have a minimal or nonexistent number of primary mentions, their content is limited in subject matter, have a very high number of retweets, favorites, and actions (per day) and at the same time are used to attack an account (replies).

Influencers are accounts that receive a lot of influence, regardless of the content they produce. They receive a disproportionately large number of actions, such as follow,
retweets, replies, quotes, and favorites. They can be a famous personality (persona), a politician, or a journalist. However, there are also influencers on Twitter who have no identity and, still, whatever they write is being reproduced.

Active accounts are those that behave “normally”, producing primary content with a wide range of topics, usually politics, news, and opinions.

New accounts are those created up to 120 days from the time of the report they interact with, and accounts that we cannot classify in the above categories are the unknown accounts.

We used the 6258 accounts we classified, to train a machine learning model. We chose the random forests algorithm (Breiman 2001) with the highest possible detection accuracy in accordance with Barbon et al. (2018) to classify and characterize the accounts. When used for classification, the random forest machine learning algorithm combines the output of many decision trees to conclude the class selected by most of them. This algorithm is applied to businesses and industries such as e-commerce, banking, and telecommunication and IT companies to predict behavior and outcomes (Mbaabu 2020). The classification was based on criteria such as number of followers, friends, statuses, favorites, followers–friends ratio and statuses–favorites ratio, and date of account creation.

2.3. Network Analysis

A network or graph is a mathematical structure that represents relationships between objects. More specifically, graphs consist of a set of nodes (or vertices) and a set of edges (or links). In the context of social media analysis, and specifically in the context of Twitter accounts, the vertices could represent the individual Twitter users and the edges the retweets between them. We can also assign directions in the edges demonstrating whose post was retweeted by who, and/or weights, such as ±1, demonstrating whether the retweet is positive or not. Graph visualization plays a crucial role in helping us to understand the complex relationships and structures present in the data. It allows us to visually explore the structure of the network and identify central nodes, which are nodes with a high degree of influence and impact. By examining the visualization, we can also detect communities or clusters and observe patterns of connectivity, such as communities of users with shared interests or affiliations. Overall, the representation of data as a network reveals hidden relationships and patterns present in the data and allows us to gain a deeper understanding about its structure.

Network theory has been widely used in various fields, such as in the analysis of terrorist and criminal networks (Anastasiadis and Antoniou 2024; Spyropoulos et al. 2021; Spyropoulos et al. 2022), global value chain networks of COVID-19 materials (Angelidis et al. 2021), outliers and anomaly detection tasks (Bratsas et al. 2021), and even in complex theoretical problems in mathematical physics (Angelidis et al. 2024). It has also been applied to data collected through the Twitter platform, with some examples involving the analysis of political communication through Twitter (Samalis et al. 2023), the investigation of the spread of disinformation (Pierri et al. 2020), and the exploration of the use of amplifiers in elections (Kimmo 2019; Yoon et al. 2022).

In our analysis, we used network visualization to identify hidden relationships between the users in the dataset. We investigated two main cases. First, we examined in each country separately how political parties (far-right, right, center-right, center-left, left, far-left and Eurosceptic) exploit the use of amplifier accounts. The categorization of political parties into political sides was based on how the party was identified on their Twitter accounts during the study. We clustered the target accounts that correspond to the same political party in each country. As a result, the 88 target accounts were converted into 7 nodes, representing the political parties. We then checked the accounts in the second dataset, and whenever an account classified as an amplifier had retweeted a post of one of the targets, we established an edge between the amplifier and the political party to which that target account belonged. The same process was applied to active users.
Afterwards, we explored the use of amplifier accounts by political parties on a larger scale and investigated whether amplifiers are also used between different countries. In this case, the 88 target accounts were converted into 4 nodes, representing the 4 countries considered in our study. This was conducted by clustering the accounts corresponding to the same country into a single node. Every time an amplifier retweeted a post from one of the target accounts, an edge between the amplifier and the target account’s country node was established. We also created the graphs corresponding to the active accounts.

2.4. Limitations of the Study

The current research took place several months after the European elections, and as a result it was impossible not only to record the election data in real time, but also to collect educational data and specific hashtags that could be used as an analysis tool. In addition, social networks do not provide data for political campaigns. Social media platforms have changed their policy for transparency and targeting of political advertising. It is also noteworthy that the cost of using sophisticated algorithms is very high. However, the volume of data was enough, and the artificial intelligence tool yielded a representative image about the main part of the research regarding the way that amplifiers were used during the pre-election campaign to spread political messages that could influence public opinion.

3. Results

3.1. Distribution of the Accounts

As mentioned in Section 2, the dataset we used in our analysis consists of 88 target accounts and 44,651 accounts that had retweeted at least one post of one of the target accounts. The total number of the target tweets is 11,284 and the total number of retweets is 237,813. Before we present the visualization and interpretation of the networks, we present some general results regarding the dataset.

We investigated how accounts are distributed across the dataset, i.e., how many of them were classified as amplifiers, active, unknown, new, and influencers. The results, as presented by the bar chart in Figure 1, demonstrate that the vast majority of accounts are amplifiers. Specifically, in a total of 44,651 accounts, 26,818 were classified as amplifiers (~60%), 9912 as active (~22%), 4514 as unknown (~10%), 2260 as new (~5%), and 1147 as influencers (~3%). In Figure 2, the bars are further split to show the distribution of accounts in each country and to allow comparison between them, while Figure 3 presents the corresponding pie charts with the percentage of each category in each country separately. In each country the accounts seem to be distributed similarly, with the vast majority being amplifiers with a percentage ranging from 55 to 63%, followed by active accounts, which range from 20 to 24%.

Considering that new accounts and influencers make up less than 8%, in the following sections we present the networks associated only with the amplifiers and actives.

3.2. Network Analysis and Visualization

We utilized network theory to create graphs with our dataset and investigate how amplifiers are used by the political parties. We considered two cases. First, we created graphs for each country separately in order to investigate how amplifiers are distributed across political parties within the country (Section 3.2.1); second, we created graphs for each political ideology separately, in order to capture any amplifiers used across different countries by the same political ideologies (Section 3.2.2).
Figure 1. Distribution of account categories (amplifier, active, unknown, new, influencer) across the dataset. The bars represent the total number of accounts in each category for all countries.

Figure 2. Distribution of account categories (amplifier, active, unknown, new, influencer) across countries (France, Italy, Germany, Greece). The bars represent the total number of accounts in each category for each country.
Figure 3. Proportion of account categories within each country (France, Italy, Germany, Greece). Each pie chart displays the percentage distribution of amplifier, active, unknown, new, and influencer accounts for the respective country.

3.2.1. Graphs of Accounts Per Country

We first investigated each country separately, creating a total of four graphs, one for each country (Figure 4). Each graph consists of a few large colorful nodes and many small black nodes. The large nodes represent the political parties after we group all the accounts of the same country with the same political ideology into one node. For each political ideology we used different colors. In particular, the colors aqua, blue, orange, green, pink, red, and gray correspond to the far-right, right, center-right, center-left, left, far-left, and Eurosceptic political ideology, respectively. The small black nodes correspond to the amplifiers, while the purple ones to the active ones. If a large node is connected to an amplifier (or active), then the amplifier (or active) has retweeted a post from one of the accounts corresponding to the political party of that node. Within each large node, we can see its degree, i.e., the number of connections to other nodes. In Tables 1–4, we summarize the number of amplifiers and active accounts connected to each political party in each country. In Greece, most amplifiers appear on the far-left parties, in Italy and France on the far-right, and in Germany on the center-left. In most cases, the amplifiers and active accounts change proportionally, as in political parties where there are many active accounts, there are usually also many amplifiers.
Figure 4. The networks corresponding to the connections of political parties (colored nodes) with amplifiers (left column, black nodes) and active accounts (right column, purple nodes) within each country are presented. From top to bottom, the countries are Greece, Italy, France, and Germany.
Table 1. Amplifiers and active users for each political party in Greece.

<table>
<thead>
<tr>
<th>Political Party</th>
<th>Amplifier</th>
<th>Active</th>
</tr>
</thead>
<tbody>
<tr>
<td>Far-right</td>
<td>49</td>
<td>28</td>
</tr>
<tr>
<td>Center-right</td>
<td>609</td>
<td>300</td>
</tr>
<tr>
<td>Center-left</td>
<td>95</td>
<td>54</td>
</tr>
<tr>
<td>Left</td>
<td>535</td>
<td>253</td>
</tr>
<tr>
<td>Far-left</td>
<td>995</td>
<td>331</td>
</tr>
</tbody>
</table>

Table 2. Amplifiers and active users for each political party in Italy.

<table>
<thead>
<tr>
<th>Political Party</th>
<th>Amplifier</th>
<th>Active</th>
</tr>
</thead>
<tbody>
<tr>
<td>Far-right</td>
<td>5035</td>
<td>1489</td>
</tr>
<tr>
<td>Right</td>
<td>76</td>
<td>24</td>
</tr>
<tr>
<td>Center-right</td>
<td>130</td>
<td>87</td>
</tr>
<tr>
<td>Center-left</td>
<td>3402</td>
<td>1228</td>
</tr>
</tbody>
</table>

Table 3. Amplifiers and active users for each political party in France.

<table>
<thead>
<tr>
<th>Political Party</th>
<th>Amplifier</th>
<th>Active</th>
</tr>
</thead>
<tbody>
<tr>
<td>Far-right</td>
<td>3102</td>
<td>974</td>
</tr>
<tr>
<td>Right</td>
<td>326</td>
<td>116</td>
</tr>
<tr>
<td>Center-right</td>
<td>2350</td>
<td>1063</td>
</tr>
<tr>
<td>Center-left</td>
<td>1232</td>
<td>658</td>
</tr>
<tr>
<td>Left</td>
<td>2728</td>
<td>970</td>
</tr>
<tr>
<td>Far-left</td>
<td>2561</td>
<td>692</td>
</tr>
<tr>
<td>Eurosceptic</td>
<td>1552</td>
<td>536</td>
</tr>
</tbody>
</table>

Table 4. Amplifiers and active users for each political party in Germany.

<table>
<thead>
<tr>
<th>Political Party</th>
<th>Amplifier</th>
<th>Active</th>
</tr>
</thead>
<tbody>
<tr>
<td>Far-right</td>
<td>546</td>
<td>150</td>
</tr>
<tr>
<td>Right</td>
<td>336</td>
<td>91</td>
</tr>
<tr>
<td>Center-right</td>
<td>1484</td>
<td>424</td>
</tr>
<tr>
<td>Center-left</td>
<td>3222</td>
<td>1257</td>
</tr>
<tr>
<td>Left</td>
<td>1113</td>
<td>256</td>
</tr>
</tbody>
</table>

3.2.2. Graphs of Accounts Per Political Ideology

Following a similar procedure to Section 3.2.1, in this case, we investigated whether there are political ideologies that use the same amplifier or active accounts between different countries. We created graphs for each party separately (far-right, right, center-right, center-left, left, far-left). In total, we obtained six graphs demonstrating connections to amplifier accounts (Figure 5) and six graphs demonstrating connections to active accounts (Figure 6). The large nodes represent political parties after grouping all accounts with the same political ideology into one. The difference from the previous graphs in Section 3.2.1 is that, here, we consider the accounts of all the countries in each graph. The large colorful nodes represent the four countries, with blue corresponding to Greece, yellow to Germany, green to Italy, and red to France. The small black nodes represent the amplifiers, and the small purple nodes represent the active accounts. The connections are established using the same rule mentioned in Section 3.2.1. If a large node is connected to an amplifier (or active) account, then the amplifier (or active) has retweeted a post from one of the accounts corresponding to the node’s political party. Within each large node, we can see its degree, i.e., the total number of amplifiers (active accounts respectively) connected to that political party.
among the far-right parties, there are 523 amplifiers in France and Italy, 41 in France and Germany, 115 in Italy and Germany, and 30 in the three countries together. In the right parties, there are no amplifiers between different countries. In the center-right parties, 10 active accounts are found in Greece and Germany, and only 2 or 1 are found between the other countries. Among left parties, only 2 amplifiers are found in France and Greece. Considering the active accounts, it is found that among the far-right parties, there are 96 active accounts in France and Italy, 7 in France and Germany, 21 in Italy and Germany, and
5 in the three countries together. In the right parties, there are no active accounts between different countries. In the center-right parties, 10 active accounts are found in Greece and Germany, and only 2 or 1 are found between the other countries. Among the center-left parties, there are 10 amplifiers in Germany and France, and only 2 or 1 between the other countries. Among left and far-left parties, there are only 3 and 2 active accounts between France and Greece, respectively.

Figure 6. The networks corresponding to the cross-country connections of political parties (colored nodes) with active accounts (purple nodes) across Greece, Germany, Italy, and France are presented. The political ideologies are far-left (first row, left column), far-right (first row, right column), left (second row, left column), right (second row, right column), center-left (third row, left column), and center-right (third row, right column).

4. Summary of the Results

Our findings presented in this study can be summarized as follows.

We observed that most accounts in the countries we examined are amplifiers, as in the majority there are more than 55%. Amplifiers double the fake buzz by retweeting. Therefore, amplifiers characterize the study and show that they were means of delivery for political messaging in many countries.
In Greece, we found that 995 amplifiers come from the far-left parties, while 609 amplifiers come from center-right parties. Accordingly, most active users (331) in Greece were issued from far-left political parties, while following were 300 from center-right parties. In Italy, 5035 amplifiers come from the far-right side of the political spectrum, while 3402 from the center-left side, in proportion to 1489 active users from the far-right side and 1228 from the center-left. Then, in France, the highest number of amplifiers (3102) come from far-right political parties, 2350 from the center-right side, and 1552 from Euro sceptic parties and politicians. In Germany, most amplifiers (3222) were found on the center-left side in proportion to the most active accounts (1257) also found on the center-left side.

Comparing the graphs corresponding to the amplifiers (Figure 5) and the active accounts (Figure 6), we observe that there is a relationship between amplifiers and active accounts. The most significant activity is observed among the far-right parties of France and Italy. In most cases, the amplifiers and active accounts change proportionally, as in political parties where there are many active accounts, there are usually also many amplifiers.

5. Conclusions

The purpose of this study was to investigate the action and role of amplifiers in Twitter in the context of 2019 European election in Greece, Germany, Italy, and France. Thousands of tweets and interactions from hundreds of accounts of parties, organizations, and candidates were analyzed. In particular, we examined dozens of political accounts, their interactions, and the profiles of the accounts that amplified political messages in the last twenty days before the 2019 European Parliament election. All the accounts included in the sample were those that attracted significant public attention during the research period (from 10 until 30 May 2019).

Our analysis revealed that amplifiers are a common way to enhance the popularity of political views. We found that although all political parties used amplifiers, this was particularly noticeable in the case of far-right and centrist parties (Section 4). Interestingly, there were instances where the same amplifiers were active between different countries, especially in far-right parties in France and Italy (Figure 5). This may suggest a concerted effort to influence political debates across national boundaries, highlighting the transnational character of contemporary political campaigns. We also observed that the number of amplifiers shows a correlation with the number of active accounts; as the number of active accounts increases, so too does the number of amplifiers. The total number of amplifiers is still too high compared to active accounts. This vast majority of amplifiers underlines the potential dangers lurking in political propaganda via social media.

The researchers used similar methods to achieve results while testing theories and analyzing data. For example, Becatti et al. (2019) demonstrated, through a network analysis of retweets, a similar approach focusing on the parties’ pre-election targeting through account amplification. Moreover, another research approach by Pierri et al. (2020) found that during the 2019 European elections, the topics on Twitter focused on controversial and polarizing issues, such as immigration and nationalism. The similarity with our research is related to the political content coming mainly from far-right parties. Within the research approach of Stella et al. (2018), the content shared on Twitter during a political crisis was investigated, and by looking closely at the retweets, it was found that automated content and bots raise concerns, as social media users are exposed to negative content. In addition, Wójcik et al. (2018) examined the frequency at which automated accounts shared links on social media. Data were collected via Twitter API, and the results showed that two-thirds of the tweets linking to popular websites came from automated machines and bots.

Although amplifiers can perform as a powerful tool for boosting political messages, their use raises important ethical questions about the integrity of political debate. By shedding light on the role of amplifiers in the 2019 European elections, this study contributes to the broader discussion on the impact of social media on democracy and the need for transparency and regulation in digital political campaigns. The contributions are not limited to the theoretical fronts, but also open new horizons in analyzing social media.
using complex structures from mathematics and computer science, such as network theory and machine learning.

For future research, it would be interesting to consider the introduction of weights on the edges of the graphs, i.e., whether a retweet is created with a positive or negative impact. In particular, it would be useful to investigate whether it comes from party supporters in order to amplify a message and gain popularity, or by political opponents who hold contrary ideologies and try to smear and divide the public (for opposing viewpoints) by promoting negative propaganda. Also, it would be methodologically challenging to identify the audience affected by political manipulation as it could contribute to limiting the dissemination of unreliable content. Another interesting aspect could be the possibility of measuring the degree of influence on voting in real time based on some comparative approach to election results and the participation of automated accounts. Future efforts by the research community should focus on sophisticated machine learning techniques to detect social influence.
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