Message from the Editor-in-Chief

Computing and communication technologies are at the heart of societal advancements in transportation, production and manufacturing, logistics, healthcare, utility, recreation, social, and many other domains. While these advancements offer profound benefits, they also pose new security and privacy challenges that can undermine these advancements. It is possible now for adversaries to exist anywhere and at any time in the data life cycle. Adversaries might attempt traditional attacks intended to subvert the confidentiality, integrity, and availability of these new cyber systems and, while such threats can lead to privacy, data, and economic damage, they can also lead to physical damage to the world around us and directly affect our personal well-being. New developments in the science and engineering of cybersecurity are needed in order to provide the tools that are necessary to protect our society and the investments we have made across a variety of domains. Further, collaboration between technology, policy, legality, and economics is needed in order to arrive at the best solutions to mitigate the emergence and impact of cybersecurity threats before they occur.
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