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Abstract: Interrupted sampling repeater jamming (ISRJ) is becoming more widely used in electronic
countermeasures (ECM), thanks to the development of digital radio frequency memory (DRFM).
Radar electronic counter-countermeasure (ECCM) is much more difficult when the jamming signal
is coherent with the emitted signal. Due to the intermittent transmission feature of ISRJ, the energy
accumulation of jamming on the matched filter shows a ‘ladder’ characteristic, whereas the real target
signal is continuous. As a consequence, the time delay and distribution of the jamming slice can be
obtained based on searching the truncated-matched-filter (TMF) matrix. That is composed of pulse
compression (PC) results under matched filters with different lengths. Based on the above theory,
this paper proposes a truncated matched filter method by the reconstruction of jamming slices to
suppress ISRJ of linear frequency modulation (LFM) radars. The numerical simulations indicate the
effectiveness of the proposed method and validate the theoretical analysis.

Keywords: interrupted sampling repeater jamming (ISRJ); interference suppression; truncated
matched filter; jamming reconstruction; radar electronic counter-countermeasure (ECCM)

1. Introduction

In recent years, Digital Radio Frequency Memory (DRFM) has been gaining wide
acceptance in the field of electronic countermeasure (ECM) and expanding the potential
jamming patterns. A great deal of jamming produced by DRFM is coherent with the signal
emitted by the victim radar since the jamming process involves intercepting, storing, and
retransmitting data from the radar. Jamming techniques, such as interrupted sampling
repeater jamming (ISRJ) [1,2], derived from DRFM, can produce a significant amount of
false targets which will seriously affect the target detection of victim radars.

The ISRJ is usually composed of signal sampling, storing and repeating which can be
achieved by DRFM. The DRFM firstly samples a slice of signal transmitted by the victim
radar and then retransmits the slice with different ways. According to the retransmitting
scheme, ISRJ can be divided as interrupted sampling and direct repeater jamming (IS-
DRJ) [1], interrupted sampling and periodic repeater jamming (ISPRJ) [3], and interrupted
sampling and cyclic repeater jamming (ISCRJ) [4]. The main difference between ISDRJ
and ISPRJ is the retransmitting times of the slice. After sampling from the victim radar,
ISDRJ immediately retransmits the slice once, and ISPRJ repeats the slice several times.
Unlike ISDRJ and ISRRJ, ISCRJ repeats the current sampling signal and all the previous
jamming slices.

Furthermore, many researchers have studied ISRJ’s performance and proposed im-
proved interference tactics [2,5–7]. The interrupted-sampling and nonuniform periodic
repeater jamming (ISNPRJ) [6] retransmits the sampled signal with different delay and
achieves multiple false targets jamming. There is now a new type of ISRJ based on a
multi-waveform modulation [7] that compensates for the lack of periodicity of a single type
of ISRJ. In order to solve the problem that false targets usually lag behind real targets, a
modulation-based ISRJ method [8] is proposed to generate preceding targets.
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In contrast, a large number of ECCM technologies against ISRJ have been proposed [9–17],
which can be roughly categorized into 2 classes: transmitting schemes and echo signal
processing schemes.

Transmitting schemes adjust waveform actively to suppress ISRJ. By estimating the
ISRJ parameters, the transmitter can generate the optimized waveform orthogonal to
jamming signals [18]. The false targets are deduced directly after pulse compression. A
time-frequency random coded (TFRC) method [19] in the multi-carrier phased-coded
(MCPC) signal is designed to reduce the correlation between radar echo and ISRJ. For ISRJ
discontinuity in phase, Hanbali and Kastantin [12] add a linear phase into the emitted
signal to counter the approach of active echo cancellation based on ISRJ.

Echo signal processing schemes are another major class of ISRJ suppression method,
which can also be subdivided into two categories: filtering methods and signal recovery
methods.

The filtering methods are designed to filter out the interference from echo signals.
ISRJ usually transmits with much higher energy than the echo signal in order to achieve
effective interference. The energy function detection and band-pass filtering (EFDBP) [20]
method exploited the energy difference to extract signal without jamming and design filters
suppressing side lobes. The energy difference is also be reflected in the time-frequency
(TF) domain. Thus, a ’max-TF’ function (MaxTF) [21] was proposed to design a filter in the
TF domain directly to suppress jamming signals. The Sliding-Truncation Matched Filter
(STMF) method [22] analyzed the difference between the real target signals and jamming
signals in the TF domain. By truncating and sliding the matched filter, the jamming
parameters can be extracted and estimated. Information entropy is another method to
distinguish real target signal and jamming signal. Ref. [20] utilized the difference in
information entropy between the real target signal and the interfering signal after singular
value decomposition (SVD) to design a band-pass filter.

Alternatively, a lot of research studies today have attempted to employ compressed
sensing (CS) to recover the real target signal directly from the jammed signal [23–25]. The
real target signal in time domain extracted by the energy function can be utilized as a
kind of compressed data [24]. LFM signals are sparse in the spectrum after differential
beat processing, so a linear relationship between the echo signal and the spectrum can
be established. The real target signal was recovered with some common sparse recovery
algorithms, such as orthogonal matching pursuit (OMP). Ref. [26] considered the noise
effect and improved the interference rejection performance of the compressed sensing
algorithm at low signal-to-noise ratio by introducing Bayesian compress sensing (BCS). It
has been suggested that some researchers utilize fractional Fourier transforms (FRFT) to
find methods to suppress jamming for the aggregation characteristic of LFM signals in the
fractional domain [27–29].

Transmitting schemes can achieve better interference suppression due to the joint
transmitting waveform design. However, it is not possible to design waveforms for only
one type of interference in practical situations. It makes more sense to suppress interference
by echo signal processing. Nevertheless, the conventional echo signal processing methods
have poor interference suppression at low signal-to-noise ratios (SNR) because they usually
utilized only part of the unjammed echo signal.

This study creatively proposes a truncated matched filter method based on the recon-
struction of jamming slices to improve the ISRJ suppression performance. This method
utilizes information from jamming signals, whose amplitude is higher than that of the
real target signal. This allows for more accurate reconstruction and is suitable for low
SNR regimes. The two main factors used to reconstruct the jamming slices are the delay
time of jamming signal and the jamming slice segment corresponding to that. The method
constructs a search matrix composed of pulse compression results under the matched filters
with different lengths. At the peak position of the PC result using the full-length filter, the
ladder characteristic in the filter length domain is effective to extract the jamming slice. In
addition, the peak position can be thought as the delay time of the jamming signal corre-
sponding to the reference signal. The method has improved the suppression performance
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and keep the jamming-free signal as much as possible. It shows a great efficiency under
high jamming-to-signal ratios (JSR) and low SNR circumstances.

The remainder of this paper is arranged as follows. In Section 2, the model of radar
signal and the mechanism of ISRJ are described. In Section 3, the truncated matched
filter method is detailed as instructed, including building truncated matched filter matrix,
extracting jamming slice, and reconstructing jamming slices. In Section 4, simulation results
are presented to validate the proposed method. Finally, the conclusions are drawn in
Section 5.

2. Signal Model
2.1. Signal Model of LFM Radar

The normalized LFM continuous signal in a transmitting cycle can be expressed as:

s(t) = ej2π( f0t+0.5kt2), t ∈ [0, T], (1)

where f0 is the carrier frequency; T is the period of the emitted signal; k = B/T represents
the frequency modulation slope, of which B stands for the bandwidth. The carrier frequency
of the signal can be neglected since it doesn’t affect the deductions in this study. So, it can
be simplified as:

s(t) = ejπk t2
, t ∈ [0, T]. (2)

The echo signal of scattering point model is formulated below [29].

x(t) =
K

∑
i=1

Ais(t− τi) + n(t)

=
K

∑
i=1

Aiejπk(t−τi)
2
+ n(t),

(3)

where Ai and τi represent the amplitude and time delay of the i-th scattering point, respec-
tively; K is the number of the scattering points. Without loss of generality, it is common to
assume the target as a single scattering point model [28]. Thus, the echo signal of the target
can be expressed as follows:

x(t) = Asejπ(t−τs)
2
+ n(t), t ∈ [0, T], (4)

where As is the amplitude of the target; τs is the time delay. τs = 2Rs/c, where c represents
the speed of light, and Rs is the distance between the target and the radar.

2.2. Mechanism of ISRJ

Figure 1 shows the mechanism of ISRJ. Since the three types of ISRJ are all based on
retransmitting the sampling slice, ISRJ can be thought as a linear combination of several
jamming slices. For this paper, firstly, we build the model of a slice, which can be expressed
as follows.

sJ(t) = AJrect
(

t− u
TI

)
ejπk(t−u′)2

, (5)

rect(t′) =
{

1, 0 ≤ t′ ≤ 1
0, otherwise

(6)

where AJ is the amplitude of the jamming signal; rect(t′) is a standard rectangular window
function with pulse width 1 and initial location 0; u and TI are the delay and width of the
jamming slice; u′ is the delay of the jamming slice relative to the initial signal emitted by
the victim radar.
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Figure 1. Mechanism of ISRJ.

Construct the matched filter for the transmitted signal, which is expressed as:

h(t) = s∗(−t) = e−jπkt2
, t ∈ [0, T], (7)

where ∗ represents conjugation operator. Thus, the output of the match filter for a jamming
slice can be written as:

SMF(t) = sJ(t)⊗ h(t)

=
∫ ∞

−∞
rect

(
v− u

TI

)
ejπk(v−u′)2

· e−jπk(t−v)2
dv

= AJe
jπk
(

u′2−t2
)

·
∫ ∞

−∞
rect

(
v− u

TI

)
e−j2πk(u′−t)vdv,

(8)

where ⊗ stands for the convolution operator.
According to the Fourier transform pairs:

rect
(

t
τ

)
↔ TISa

(ωτ

2

)
, f (t− u)↔ F(ω)e−jωu, (9)

where Sa(x) = sin(x)/x, the integral part of the formula can be thought as the Fourier
transform of the rectangular window function rect[(v− u)/TI ], when ω is set to 2πk(u′− t)
Thus, the last part of (8) can be written as:
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∫ ∞

−∞
rect

(
v− u

TI

)
e−j2πk(u′−t)vdv

= TISa
(

2πk(u′ − t)
2

TI

)
e−j2πk(u′−t)u.

(10)

Therefore, the output of the match filter for a jamming slice can be summarized as:

SMF(t) =AJ T ISa
(

2πk(u′ − t)
2

TI

)
· ejπk(u′2−t2)e−j2πk(u′−t)u.

(11)

It is obvious that the peaks will appear if each part of the formula gets the maximum value
and that will be achieved when t is set to u′.

3. Truncated Matched Filter for ISRJ Suppression

Based on the above signal model, this paper proposes a truncated matched filter
method to suppress ISRJ interference. Firstly, we generate a series of matched filters whose
length change from 0 to the full length L. The full length means the length of the matched
filter is the same as the received signal. After that, we can get a two-dimensional matrix
composed of the pulse compression results under truncated matched filters with different
lengths of window. The m × k matrix R is named as TMF matrix, where m represents
the delay time, and k is the window length. By searching the rising edge in the window
length dimension of the peak position in the delay dimension, the position and width of the
jamming slice can be obtained and used to restructure the jamming slice. At last, subtract
the jamming signal from the received signal to realize ISRJ Suppression.

3.1. Truncated Matched Filter

In the first place, we truncate the full-length matched filter into different lengths to get
the truncated matched filter:

h(t, Tw) = rect
(

t
Tw

)
· e−jπkt2

. (12)

The output of the matched filter, which is also called a pulse compression (PC) result, is
formulated as follows:

STMF(t, Tw)

= sJ(t)⊗ h(t, Tw)

= AJejπk(u′2−t2)

·
∫ ∞

−∞
rect

(
v− u

TI

)
· rect

(
t− v
Tw

)
e−j2πk(u′−t)vdv.

(13)

Since the product result of two rectangular window functions is still a rectangular window
function, combine them as:

g(v, Tw) = rect
(

v− u
TI

)
rect

(
t− v
Tw

)
= rect

(
v− û

T0

)
,

(14)

where û is the delay of the new rectangular window function; T0 is the overlapping time
period of the matched filter and the jamming slice, which is corresponding to u and TI .
Based on the derivation in Section 2, we can set ω = 2πk(u′ − t) and make use of the
Fourier transform pairs to get the result:
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STMF(t, Tw) =AJ T0Sa
(

2πk(u′ − t)
2

T0

)
· ejπk(u′2−t2)e−j2πk(u′−t)û.

(15)

Obviously, the PC result of a jamming slice will get the maximum value when t = u′,
and the amplitude of the peak position can be expressed as:

STMF
(
u′, Tw

)
= AJ T0. (16)

Considering that the delay of the truncated matched filter is the same as the transmitted
signal, the overlapping time T0 is just determined by the length of the filter. So, give the
formula of the maximum value as a piecewise function:

STMF(u′) =


0, t ∈ [0, τ0]

AJ(Tw − τ0), t ∈ (τ0, τ0 + TI ] ,
AJ Tw, t ∈ (τ0 + TI , T]

(17)

where τ0 represents the time when the filter and the jamming slice start overlapping. In
extreme cases, the maximum value will be simplified into two parts when τ0 = 0 or
τ0 + TI = T. It can be concluded from the Formula (17) that the maximum value versus
the length presents a ladder characteristic. There is no overlapping part between the filter
and the jamming slice, and the PC result equals to 0 until the length of the filter reaches
the starting time of the jamming slice. The PC result will increase as the overlapping part
increases. When the jamming slice is completely covered by the matched filter, it will
achieve the maximum value. After that, the increasing length will not influence that, and
the PC result will maintain the value without changing.

The PC result between the matched filter and the target signal can be written as:

Ss(t)
= x(t)⊗ h(t, Tw)

=
∫ ∞

−∞
Asejπk(v−τs) · rect

(
t− v
Tw

)
e−jπk(t−v)2

dv

= Asejπk(τs
2−t2)

·
∫ ∞

−∞
rect

(
t− v
Tw

)
e−j2πk(τs−t)vdv

= AsTwSa
(

2πk(τs − t)
2

Tw

)
· ejπk(τs

2−t2)e−j2πk(τs−t)v.

(18)

Similarly, the amplitude of the peak position can be formulated as:

Ss(τs) = AsTw. (19)

It is different with the jamming slice that the maximum value of the PC result generated
by the target signal shows a linear increase relationship with the length of the matched filter.
In contrast, the PC result of the jamming slice contains at least one period with constant
value, which is called as a ladder characteristic. Despite the fact that a lot of peaks will be
detected when the echo signal is jammed by ISRJ, we take advantage of this to distinguish
whether the peak is caused by the jamming slice or the real target signal.

The TF representation and PC results under different matched filters are depicted in
Figure 2. For a better view of the TF features of the target signals and jamming signals,
we use the ISDRJ as an example, and related parameters are set as Table 1. Figure 2a is
the TF energy distribution images. From Figure 2b, the PC result of jamming signal is far
higher than the real target signal, and it is difficult to distinguish them. However, we can
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find in Figure 2c that the interrupted emitting of ISDRJ makes the PC results show the
ladder characteristic, along with the change of the length of matched filter. Figure 2d is the
TMF matrix.

60

40

0

20

40

60

Figure 2. Comparison of different characters between real target signal and jamming signal. (a) The
TF analysis; (b) the pulse compression results filtered with the full-length matched filter; (c) the pulse
compression results versus the lengths of matched filters; (d) the TMF matrix.

Table 1. Simulation parameters.

Parameter Symbol Unit Value

Signal-to-noise ratio SNR dB 0
Jamming-to-signal ratio JSR dB 15

Radar signal cycle T µs 10
Radar signal band width B MHz 100

Radar receiver complex sampling frequency fs MHz 150
Target location R0 m 200

Main false target location RJ m 678
ISRJsampling pulse width TI µs 1

Pulse repetition interval of ISPRJ TISPRJ µs 2
Slice number of ISPRJ NISPRJ 3
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3.2. Extraction and Reconstruction of Jamming Slice

The ‘ladder’ characteristic and the TMF matrix facilitate the extraction and reconstruc-
tion of jamming slices. Firstly, the PC result filtered by the full-length matched filter will be
detected by Constant False Alarm Rate (CFAR) detectors:

Pmax(t0) = Γ{STMF(t, T)}, (20)

where t0 = {t1, t2, . . . , tn} represents the time of n targets detected; Γ{·} denotes the CFAR
detection operator. Noise and the side lobe of the jamming slice will make the edge of the
rising part jitter, which will result in the inaccuracy of the edge determination. Therefore,
some centroid estimation methods can be applied to the PC results based on Reference [30].
So that we can get the all targets, including false targets and the real target, for the i-th peak,
the PC results can be extracted, along with the filter length domain, to get the max-peak
function Pmax(Tw)

Pi,max(Tw) = STMF(ti, Tw). (21)

The steps of extracting jamming slice are described below.
Step 1: Differentiate the max-peak function Pi,max(Tw) and get P′i,max(Tw).
Step 2: Determine a threshold γ0 to extract the jamming slice function c(Tw). Since

PC result jammed by ISRJ will show the ladder characteristic which is demonstrated in
Section 3.1, the differential of the max-peak function can extract the rising part. According
to (16) and (17), the threshold can be set as:

γ0 =
max[Pi,max(Tw)]

T
, (22)

where T can be replaced as the number of sample points in the discrete form. Then, c(Tw)
can be written as

c(Tw) =

{
1, Pi,max(Tw) > γ0,
0, Pi,max(Tw) ≤ γ0,

(23)

where c(Tw) equals to 1 means the end of the filter coincides with the jamming slice. c(Tw)
represents the jamming slice that produces the i-th peak in Pmax(t0). Therefore, we can
rewrite c(Tw) as

c(t) =
{

1, Pi,max(Tw) > γ0,
0, Pi,max(Tw) ≤ γ0,

(24)

which represents the jamming segments in terms of the peak position. The jamming slice
can be divided into multiple continuous segments.

Step 3: Assume that the signal sequence detected at the radar receiver is x = [x1, x2, . . . , xn]
T

and the transmitting signal sequence is s = [s1, s2, . . . , sn]
T . Then, select the p-th piece

of continuous jamming slice jp =
[
sl , sl+1, . . . , sl+Q

]T , where l and Q are the number of
starting point and the length of jamming slice, respectively. M points around the start and
end position of each segment also need to be searched in order to reduce the influence of
noise. Thus, the expanded jamming slice can be expressed as:

j′p =[sl−M+1, sl−M, . . . , sl , sl+1, . . . ,

sl+Q, sl+Q+1, . . . , sl+Q+M−1]
T .

(25)

If i in {l −M + 1, l −M, . . . , l + Q + M− 1} exceeds the length of the local reference
code signal, set i = i− N. If i ≤ 0, set i = i + N. In addition, the p-th piece of echo signal is
formulated as:

x′p =[xl−M+1, xl−M, . . . , xl , sl+1, . . . ,

xl+Q, xl+Q+1, . . . , xl+Q+M−1]
T .

(26)
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Construct the searching matrix Kp as:

Kp =[k(1,1)
p , k(2,1)

p , . . . , k(M,1)
p , k(1,2)

p , k(2,2)
p , . . . ,

k(M,2)
p , . . . , k(M,M)

p ]T
(27)

where

k(i,q)
p =

1
Q + 2M− i− q + 2

[01×(i−1), xl+i−1,

xl+i, . . . , xl+Q+2M−q, 01×(q−1)]T .
(28)

i = 1, 2, . . . , M and q = 1, 2, . . . , M. 0 is the zero matrix.
Step 4: The reconstructed signal most similar to the jamming slice will be picked out

by the minimum remaining energy criterion. For each tow in the searching matrix Kp,

caculate the remaining energy criterion R(i,q)
p as follows:

R(i,q)
p = ‖x′p −

k(i,q)
p x′p

||k(i,q)
p ||2

k(i,q)
p ‖2. (29)

Select the row with the minimum R(i,q)
p and the reconstructed jamming slice jc can be

expressed as:

jc =
k(imin,qmin)

p x′p

||k(imin,qmin)
p ||2

k(imin,qmin)
p . (30)

Step 5: Repeat step 3 and 4 until all the jamming slices have been reconstructed.
The specific algorithm is described in Algorithm 1.

Algorithm 1: Truncated Matched Filter Method for jamming slice extraction.

Input: The max-peak function Pi,max(Tw), the transmitting cycle time T, echo
signal s(t)

Output: The reconstructed jamming signal j(t)
1. Differentiate Pi,max(Tw) and obtain P′i,max(Tw);
2. Determine γ0 according to Equation (22) and obtain c(t) by

Equations (23) and (24);
3. Calculate the searching matrix Kp according to Equation (27).
4. Calculate and select the minimum remaining energy criterion. Reconstruct the

jamming slice with Equation (30).
5. If all the jamming slices are reconstructed, stop the reconstruction and output

the signal without jamming; otherwise back to 3.

To summarize, the jamming suppression method is composed of four stages, as shown
in Figure 3. Firstly, we extract signals by the truncated matched filters with variable lengths
from the received signal and get a two-dimensional matrix. Secondly, jamming slice and
parameters are detected from the matrix. Then, we can reconstruct the jamming slice with
the parameters. Finally, the interference suppressed signal can be obtained by subtracting
the jamming slices from the jammed signal.
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Figure 3. Flow chart of interference suppression.

4. Simulation
4.1. Interference Suppression Based on TMF

As shown in (2), the transmitting signal is assumed as LFM signal. Based on the
jamming model in Section 2, related parameters are set as Table 1.

The echo signal in time domain and the pulse compression results before and after
suppression are all shown in Figures 4–6. As demonstrated in the figures, the three jamming
types show different features in the PC results. ISDRJ retransmits the sampled signal at
once, making the same delay of each repeat period. As a result, there will be only one
master false target with high amplitude. ISPRJ is similar with ISDRJ. Since it will repeat
the sampled signal with several times, the number of master false targets equals to the
repeating times in a repeating period. Unlike ISDRJ and ISPRJ, ISCRJ repeats the current
jamming slice and the previous jamming slice. The current jamming slice in each repeating
period generates a false target at the same position. Under that circumstance, the PC result
of ISCRJ is composed of a main false target with high amplitude and numerous multiple
secondary false targets. All the three pulse compression results after TMF interference
suppression are almost entirely composed of the real target without any false one which
proves the effectiveness of this method.
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Figure 4. Simulation results of TMF for ISDRJ. (a) The echo signal with ISDRJ; (b) pulse compression
of the echo signal; (c) pulse compression of echo signal after TMF.
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Figure 5. Simulation results of TMF for ISPRJ. (a) The echo signal with ISPRJ; (b) pulse compression
of the echo signal; (c) pulse compression of echo signal after TMF.
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Figure 6. Simulation results of TMF for ISCRJ. (a) The echo signal with ISCRJ; (b) pulse compression
of the echo signal; (c) pulse compression of echo signal after TMF.

4.2. Monte-Carlo Simulations and Results

We utilized the probability of target detection as evaluation criteria.
The probability of target detection is the rate of radar detecting targets in PC results,

which can be calculated as
Pd = Nd/Ntotal, (31)

where Pd represents the probability of target detection; Ntotal is the total number of PC
results, and Nd targets are detected by radar.

Figures 7–9 are the probability of target detection curve after the jamming suppression
with three jamming types and three jamming suppression methods, where 1000 times of
Monte Carlo simulation are performed on each SNR and JSR. From the probability of target
detection curve, it can be seen that:

(i) Under the three jamming suppression methods, the probability of target detection will
improve with the increase of SNR and JSR. The reason is that, when SNR and JSR rise, the
distinction between jamming and true target signals becomes increasingly clear, which
makes it easier to extract interference-free segments for MaxTF and EFDBP methods.
In the TMF method, higher SNR and JSR mean higher jamming-noise ratio (JNR) and
better recovery of jamming signals, which improves interference suppression.

(ii) The TMF method shows better performance in lower SNR and JSR compared with
other methods. The other two methods rely on the extraction of interference-free
segments, whereas their extraction performance in the low SNR and JSR regimes is
poor. In addition, the TMF method is to recover jamming signals directly. When the
SNR and JSR are low, the JNR is still high enough to ensure the recovery of jamming
signals, resulting in a greater interference suppression effect.
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(iii) For the same jamming type, the performance of the three jamming suppression meth-
ods increases with the SNR raising. For the same jamming suppression method, the
performance under the three jamming types show the similar improvement character-
istic. The other two methods are not sensitive to jamming types because they rely on
identifying interference-free segments. The TMF method provides great interference
suppression for them because it recovers each independent jamming slice, and all
three types of jamming are based on the combination of multiple jamming slices.
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Figure 7. The probability of target detection with different jamming suppression methods for ISDRJ.
(a) JSR = 5 dB; (b) JSR = 10 dB; (c) JSR = 15 dB.
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Figure 8. The probability of target detection with different jamming suppression methods for ISPRJ.
(a) JSR = 5 dB; (b) JSR = 10 dB; (c) JSR = 15 dB.

SNR(dB)

(a)

0

20

40

60

80

100

D
et

ec
ti

o
n

 R
at

e(
%

)

TMF

MaxTF

EFDBP

SNR(dB)

(b)

0

20

40

60

80

100

D
et

ec
ti

o
n

 R
at

e(
%

)

TMF

MaxTF

EFDBP

SNR(dB)

(c)

0

20

40

60

80

100

D
et

ec
ti

o
n

 R
at

e(
%

)

TMF

MaxTF

EFDBP

20 515 10 5 0 20 515 10 5 0 20 515 10 5 0

Figure 9. The probability of target detection with different jamming suppression methods for ISCRJ.
(a) JSR = 5 dB; (b) JSR = 10 dB; (c) JSR = 15 dB.
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5. Conclusions

ISRJ has gradually become the most significant factor on detecting, tracking, and
recognizing targets of radar. Many ECCM approaches have been proposed against ISRJ.
However, they show poor performance in low SNR regimes, whether in detection rate and
jamming-free signal segments extraction. Besides, most ECCM techniques need to detect
or recognize whether the jamming exists, and they can only be employed in the presence
of ISRJ.

Based on the study of ISRJ principle, this paper proposed a TMF-based ISRJ interfer-
ence suppression method to surmount these shortcomings. It automatically and accurately
extracts and reconstructs jamming slices, which can greatly keep the signal of real targets.
By subtracting the jamming slices from the jammed signal, we can get the integral jamming-
free signal, almost without information loss. Mathematical derivation and simulations
verified the effectiveness of the method. This method performs better in detection rate
and the ability of interference suppression, especially in low SNR regimes. However, the
proposed method is computationally intensive because it consumes a lot of resources in
constructing the search matrix. Further research studies will be carried out on reducing the
computation and working in a more complex real environment.
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