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Abstract: Blockchain offers a cutting-edge solution for storing medical data, carrying out medical transactions, and establishing trust for medical data integration and exchange in a decentralized open healthcare network setting. While blockchain in healthcare has garnered considerable attention, privacy and security concerns remain at the center of the debate when adopting blockchain for information exchange in healthcare. This paper presents research on the subject of blockchain’s privacy and security in healthcare from 2017 to 2022. In light of the existing literature, this critical evaluation assesses the current state of affairs, with a particular emphasis on papers that deal with practical applications and difficulties. By providing a critical evaluation, this review provides insight into prospective future study directions and advances.
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1. Introduction

In recent years, there has been an increase in the use of blockchain across a variety of industries, including healthcare [1–3]. This is not unexpected given that blockchain is an immutable, transparent, and decentralized distributed database [4] that may be used to create a trustworthy value chain. The digitization of the healthcare business is leading to the creation of medical information systems. While healthcare is a vital aspect of an individual’s life, so are its associated data, which aid in the diagnosis of sickness and support future actions. In the past, information was written and recorded on media that may be easily altered and destroyed [5,6]. These systems need to possess the capacity to communicate data safely and efficiently [7]. Also, they need to enable increased anonymity, privacy, and access control for each user. If there is little or no security, privacy, and trust, people will be reticent to share their sensitive information, or they may delay obtaining treatment [8]. Data protection becomes necessary. Consequently, blockchain technology, a developing technology that claims to safeguard data leaks and data from vulnerabilities, has come to light [9].

Due to its distributed nature, blockchain technology might alter this dependency. It offers the capacity to overcome failure and assaults in a distributive and unchanging manner. Moreover, it gives a record of the data’s ownership and legitimacy [10]. Hence, blockchain is increasingly seen as a general-purpose technology with applications in a variety of sectors and use cases, including healthcare, insurance, supply-chain management, contract administration, dispute resolution, and identity management [11]. Blockchain is characterized by its special characteristics of transparency, traceability, reliability, and decentralization. Hence, blockchain may be able to solve security, confidentiality, and interoperability problems. Blockchain enables parties who lack confidence to conduct a wide range of network transactions. A distributed network of devices’ data may be recorded and stored in a blockchain [12].
The application of blockchain in healthcare has the potential to transform the storage and sharing of patient data, making the processes safer and more efficient. Concerns exist, however, about the security and privacy of blockchain in healthcare, especially with the safeguarding of sensitive patient data. The purpose of this literature study is to offer an overview of the available research on the security and privacy of blockchain in healthcare. Hasselgren et al. [13] carried out a scoping assessment on the healthcare use of blockchain technology. The authors concluded that blockchain has the potential to enhance healthcare security and privacy, but stress that there are still obstacles to overcome, such as the requirement for interoperability and the legal environment. Azaria et al. [14] argued that in today’s digital age, the privacy and security of patient data in the healthcare business are of the utmost importance and need to be preserved in a digital format. This may be accomplished via the use of blockchain technology to monitor healthcare data. This will aid in reaching the desired end goal of authenticity, accountability, and assurance for data exchange. The application of healthcare blockchains for safe data exchange in the healthcare industry was examined in the study by Zhang et al. [15]. It examined several technological solutions, such as anonymous signatures and encryption methods, to solve privacy and security issues. The essay also investigated possible healthcare uses for blockchain technology and classified blockchain usage scenarios.

Overall, the evidence demonstrates that blockchain has the potential to enhance the security and privacy of patient data storage and exchange. Yet, there are still obstacles to overcome, including interoperability, regulatory difficulties, and the requirement for suitable access controls. To fully explore the possibilities of blockchain in healthcare and guarantee that it is utilized responsibly to safeguard patient privacy and security, further study is required. This article describes the critical review undertaken in response to the aforementioned queries. While there are other fascinating studies of this issue in the literature [16–18], this article is distinct in terms of technique and aims.

This review conducts research on the security and privacy of blockchain in healthcare from 2017 to 2022 according to specific research questions (Figure 1). Through a critical evaluation of the existing literature, it examines the current state of affairs, focusing on practical applications and challenges. By providing a critical assessment, this review offers a valuable insight into potential future research directions and advancements.
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**Figure 1.** Research questions.

2. Background

2.1. Blockchain

Blockchain was popularized by Bitcoin’s success [19] and may be used to conduct secure and trustworthy transactions over an untrusted network without depending on a centralized third party. We shall now discuss the core components of the blockchain [20,21]. Based on the rights granted to network nodes, three kinds of blockchain systems exist:

1. **Private blockchain:** Access control governs how the private blockchain network functions, requiring authorization or an invitation before users may join.
2. **Public ledger system:** The public blockchain is accessible to anybody at any moment who wishes to participate as a basic node or a miner for economic benefits.
3. **Blockchain consortium:** The consortium blockchain, which hovers between public and private blockchains, is referred to as “semi-private”. It is given to a collection of authorized organizations that are often used in enterprises to advance business.
Blockchain’s fundamental elements serve as an example of its structural underpinnings. Decentralization, first and foremost, is a key feature; data are stored and verified throughout a network of nodes, doing away with the necessity for a central point of control [22]. Additionally, data integrity is ensured by cryptographic hashing since each block contains a cryptographic hash of the preceding one, making it very difficult to tamper with the data [23]. Proof-of-work and proof-of-stake consensus processes make it easier to add additional blocks, while smart contracts automate and enforce contracts directly [24]. Blockchain is a trustworthy source of truth due to the immutability of the ledger and its dependence on public key cryptography, which guarantees the security and transparency of transactions [25].

By tackling interoperability difficulties and putting patients at the center of the ecosystem, blockchain’s operating principles have the potential to completely transform the healthcare sector [26]. Patients may individually allow or deny access to their medical information and have more control over it thanks to decentralized data storage and cryptographic security [27]. This improves patient-centered care by enhancing privacy while simultaneously making it easier for authorized parties to share medical information [28]. For applications like corporate use cases, blockchain’s transparency is crucial since it allows for control over network rights in private and consortium blockchains, guaranteeing that only authorized entities access the network.

Blockchain will aid in addressing some of the interoperability issues in healthcare and may be crucial in placing patients at the center of the ecosystem [29]. It improves interoperability, security, and privacy, and it may place patients at the heart of the ecosystem [30]. Blockchain may be used for remote monitoring, mobile apps, and medical data management systems that provide patients with ownership of their records as well as for accessing and sharing patient medical information [31].

2.2. Security in Healthcare

The security of healthcare data is achieved in several ways. Several studies have managed this by using administrative, physical, and technological concepts. To better safeguard the secure and safe patient data included in digital health information, these standards are made up of a variety of security methods that are used by healthcare organizations [32,33]. Patient data access is restricted using security protocols to protect it from unauthorized individuals. Operational controls may be used to do this inside a covered entity [34].

By securely storing and exchanging sensitive patient data, blockchain technology has the potential to transform the healthcare sector [14,17]. Data security is crucial in the healthcare sector because it protects sensitive patient data including medical histories, medications, and test results. Any compromise of this information might have negative effects on patients.

Blockchain technology appeals to healthcare businesses because it offers a safe, decentralized method of data sharing and keeping. Blockchain is simply a digital ledger that securely and impenetrably records transactions [19]. The information is kept in blocks, and each block is connected to the one before it in a chain, hence the term “blockchain”. The following characteristics of blockchain technology make it appropriate for managing safe healthcare data:

4. Decentralized storage: Data stored in a standard data storage system are centralized, leaving them susceptible to hackers. With the use of blockchain technology, data are disseminated over the network and kept decentralized, making them far more difficult for hackers to access.

5. Immutability: Information stored on a blockchain cannot be changed or removed once it has been added. This feature makes the data tamper-proof by ensuring their integrity.

6. Encryption: Data are protected using cutting-edge encryption methods in blockchain technology, guaranteeing that only authorized parties have access to them.
7. Smart contracts: These self-executing legal pacts may automate the data exchange and access control processes. By guaranteeing that only those with permission may access the data, this feature adds an extra degree of protection.

8. Transparency: Blockchain technology promotes transparency by making the data accessible to all network participants. This feature may promote accountability while reducing fraud.

Security needs to come first when using blockchain technology in the healthcare industry. Given the sensitivity and confidentiality of healthcare data, several crucial security measures and best practices should be emphasized [35]. Cryptographic techniques are essential for maintaining the confidentiality and integrity of data and enabling data encryption and digital signatures [36]. Tools for access control and identity management such as role-based access control (RBAC) [37] and multi-factor authentication (MFA) [38] allow secure user authentication and restrict access to data. Additionally, frequent security audits and persistent monitoring are required to spot and promptly fix security concerns.

By offering a safe and decentralized method of storing and exchanging sensitive medical data, blockchain has the potential to transform the healthcare sector. Before there can be broad acceptance, there are still issues that need to be resolved. They consist of statutory and regulatory frameworks, interoperability problems, and the need for uniform protocols [39].

2.3. Privacy in Healthcare

Many issues in healthcare have been identified as possible candidates for blockchain technology solutions, including enhancing the security and privacy of patient data [17]. Since medical records include sensitive information that needs to be kept private, privacy is a crucial issue in the healthcare industry. Patients may suffer as a result of unauthorized access to such data, and healthcare professionals may face legal repercussions.

Blockchain technology offers certain advantages that make it a desirable choice for boosting healthcare privacy. It is a decentralized and distributed ledger, which means that data are spread among several network nodes. As a result, there is less chance of a centralized point of failure or attack target. Second, blockchain technology enables the development of smart contracts that can automate data sharing and enforce privacy laws [14]. The ability to encrypt and pseudonymize data stored on a blockchain allows for the protection of personal information while still enabling authorized parties to access the essential data.

Blockchain technology has the potential to enhance patient privacy, but some issues need to be resolved. The interoperability of various blockchain platforms is one of the biggest issues since healthcare providers may be utilizing dissimilar systems that cannot connect [40]. Another difficulty is the complexity of putting blockchain technology into practice, which calls for resources and technological know-how that may not be accessible in all healthcare settings.

Blockchain technology combines several privacy-enhancing technologies to bolster the security of sensitive patient data. Healthcare data may be sent and stored securely thanks to encryption, with access limited to those with the necessary decryption keys who are permitted to do so. Smart contracts’ consent management allows patients to choose exactly who may access their data, aligning healthcare data governance with patient preferences [18,41].

The use of zero-knowledge proofs on the blockchain offers a novel way to validate information without revealing the underlying data, thus enhancing data secrecy [42]. The idea of off-chain data storage is crucial for very sensitive data, guaranteeing that crucial information is kept outside the blockchain with just a reference (cryptographic hash) recorded there, reducing the danger of data disclosure [43]. Blockchain adds a further degree of anonymity by identifying transactions with cryptographic addresses rather than real-world identities, working in combination with various privacy-enhancing technologies. This pseudonymity increases patient confidentiality by making it less likely that private infor-
mation will be connected to particular blockchain transactions [44]. Blockchain improves transparency and accountability in healthcare data management by automating consent management and data access rights. This not only assures regulatory adherence but also offers an auditable record of data treatment [45].

In conclusion, by offering a decentralized and secure platform for storing and exchanging patient data, blockchain technology can potentially improve healthcare privacy. Before blockchain technology is extensively used in healthcare settings, several issues need to be resolved.

2.4. Data Interoperability and Standards in Healthcare Blockchain

The key technological hurdle in using blockchain technology in the healthcare industry is interoperability [46]. The seamless interchange of healthcare data is made more difficult by the diverse character of healthcare systems, each of which uses different electronic health record (EHR) systems and medical equipment with their own specific data formats and standards. It takes careful planning and data translation to integrate these many systems into a blockchain network. This difficulty is exacerbated by legacy systems that are inherently incompatible with blockchain technology [47].

Several possibilities and solutions exist to overcome these interoperability issues and realize the full potential of blockchain in healthcare. The creation of standardized data models and standards for healthcare data inside blockchain networks is one viable route. To provide a common language for data across various systems, these standards include standardized data formats for patient records, prescription information, test findings, and more [48].

Middleware, which permits connection between existing systems and blockchain networks, is another essential element [49]. These solutions make data translation and transmission between formats simple. Building consensus on data standards is also crucial. Collaboration between healthcare organizations, regulators, and technology providers is essential to develop these standards and lay the foundation for efficient data exchange and interoperability [50].

The use of blockchain-based identity management solutions may improve data security and interoperability [51]. These systems provide a safe basis for data transmission by discretely handling patient identities and access rights. The integration process is also made easier by systems that can map and translate data from diverse sources into a uniform format for blockchain [52]. Planning, data transformation, standards consensus, middleware solutions, cooperation, and identity management are just a few of the strategies shown in Figure 2 for overcoming interoperability issues in healthcare blockchain integration.

Figure 2. Blockchain in healthcare: interoperability challenges and solutions.
3. Methods

3.1. Data Acquisition

The Scopus database was used to find the study data. Scopus is recognized as one of the most thorough databases, and its dataset includes some of the most reliable literature. In this research, publications about blockchain, security and privacy, and healthcare were searched for and further examined on 14 March 2023.

3.2. Search Terms

The search phrases listed in Table 1 below were combined and then entered into the Scopus database search engine, which discovered articles mentioning these searched items to appear in the associated publications.

<table>
<thead>
<tr>
<th>Term String</th>
<th>Keywords</th>
<th>Type</th>
</tr>
</thead>
<tbody>
<tr>
<td>Term string 1</td>
<td>“Blockchain” AND “Healthcare” AND “Security”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 2</td>
<td>“Block-chain” AND “Healthcare” AND “Security”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 3</td>
<td>“Blockchain” AND “Health” AND “Security”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 4</td>
<td>“Block-chain” AND “Health” AND “Security”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 5</td>
<td>“Blockchain” AND “Medical” AND “Security”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 6</td>
<td>“Block-chain” AND “Medical” AND “Security”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 7</td>
<td>“Blockchain” AND “Healthcare” AND “Privacy”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 8</td>
<td>“Block-chain” AND “Healthcare” AND “Privacy”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 9</td>
<td>“Blockchain” AND “Health” AND “Privacy”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 10</td>
<td>“Block-chain” AND “Health” AND “Privacy”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 11</td>
<td>“Blockchain” AND “Medical” AND “Privacy”</td>
<td>Search within “article title”</td>
</tr>
<tr>
<td>Term string 12</td>
<td>“Block-chain” AND “Medical” AND “Privacy”</td>
<td>Search within “article title”</td>
</tr>
</tbody>
</table>

3.3. Inclusion and Exclusion Criteria

Inclusion criteria

I. Studies were released between 2017 and 2022.
II. The journal serves as the only domain of the research.
III. Both privacy and security should be the main topics of research.
IV. Articles that proposed a system, model, or framework.

Exclusion criteria

I. The removal of articles in the press.
II. Non-English-language articles.
III. Exclusion of book chapters, dissertations, monographs, conferences, reviews, and works based on interviews.
IV. Case studies

3.4. Selection

There were 331 Scopus results checked out. There were 65 that warranted further examination (Figure 3).

3.5. Limitations

Seldom do critical assessments offer a thorough analysis of all relevant material. They are unable to judge the quality of the selected studies, especially qualitative studies that lack a design hierarchy [53]. Also, it is common for critical evaluations to skip describing the general research strategy, the technique for eliminating and including articles, the limitations of the search strategy, the efficiency of the search process, and the analytical methodology [54,55]. The review procedure is constrained by this review database, known as Scopus.
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Figure 3. Selection process.

3.5. Limitations

Seldom do critical assessments offer a thorough analysis of all relevant material. They are unable to judge the quality of the selected studies, especially qualitative studies that lack a design hierarchy [53]. Also, it is common for critical evaluations to skip describing the general research strategy, the technique for eliminating and including articles, the limitations of the search strategy, the efficiency of the search process, and the analytical methodology [54,55]. The review procedure is constrained by this review database, known as Scopus.

4. Results and Discussion

To guarantee data privacy, security, and integrity in the healthcare sector, the outcomes described above utilize blockchain and cryptography technology. These studies often strive to address long-standing privacy and security problems in the sector. The findings demonstrate the capability of these technologies to share and restrict access to medical data safely and effectively while protecting the privacy of both patients and doctors. The suggested protocols meet the anticipated security criteria while having competitive computation and communication costs.

A new paradigm for exchanging medical picture data through a decentralized network is made possible by the use of blockchain and federated learning in the research by Kumar et al. [56]. The InterPlanetary File System-based infrastructure that has been developed for off-chain storage of health data enables the healthcare system to remain extremely secure, scalable, and resilient while still preserving patient privacy. The findings show that transmitting data to the blockchain has an influence mostly on execution time and computing effort, which is reasonable given the privacy and security that the architecture and encryption offer [57–61].

Several studies [62–67] suggested solutions that put the patient in control of approving and denying access rights, which make it simple for healthcare practitioners and organizations to adhere to privacy laws. The suggested solutions also provide safe payment procedures, enabling both individuals and hospitals to dependably pay for diagnostic and storage services.

The suggested techniques can withstand a variety of assaults, including impersonation, collusion, and man-in-the-middle attacks, according to a security analysis and extensive experimentation. The findings also show that the suggested solutions have strong anti-attack capabilities, balanced storage space allocation, and high-security encryption performance, all of which enhance the storage and transmission of health privacy data both within and outside the healthcare system.

In the Internet of Medical Things (IoMT) situations, the suggested solutions make use of customized smart contracts and modified attribute-based cryptographic primitives to ensure safe search, privacy preservation, and individualized access control. One of the constraints of sensor nodes in the Internet of Things (IoT) devices is space, hence the method in some of the research has been space-optimized [68]. The results of a study by
Yugha et al. [68] showed that the suggested approach provides a safe and efficient method for facilitating the efficient exchange of IoT medical data while protecting patient privacy. The aforementioned studies demonstrate the promise of blockchain and cryptography technologies for safe, private, and effective access control and healthcare data exchange. The suggested methods are appropriate for IoT applications because they have competitive computation and communication costs while meeting anticipated security requirements. The outcomes show that these technologies are practical and efficient in resolving long-standing privacy and security problems in the healthcare sector. Figure 4 shows the papers’ implications for healthcare privacy and security.

![Diagram](image)

**Figure 4.** Privacy and security in healthcare with blockchain and cryptography.

**Research question 1:** What healthcare-related blockchain applications for security and privacy are there?

The safety and privacy of patient information are major issues in the healthcare sector. To safeguard patients’ rights and prevent data breaches, electronic health records (EHRs) need to be secure and private since they include sensitive and private information about patients. Blockchain technology is one use that may enhance EHR security and privacy. EHR systems built on blockchain technology may provide a safe and unhackable platform for exchanging and storing patient data (Table 2). The decentralized nature of the blockchain can prevent data breaches and guarantee data integrity, while the use of smart contracts and cryptocurrency payments can guarantee that only authorized users have access to the data. Patient-controlled access is another example in which patients may decide who has access to their data and give or remove that access as necessary (Table 3). By enabling patients to give or cancel access to their data at any moment and guaranteeing that it is only available to authorized parties, access control utilizing blockchain technology may also enhance data privacy. Neither of them demonstrates the utilization of smart contracts.

<table>
<thead>
<tr>
<th>Use Case</th>
<th>Smart Contract</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>EHRs</td>
<td></td>
<td>[69]</td>
</tr>
<tr>
<td>Personal health record (PHR) management and sharing</td>
<td></td>
<td>[57]</td>
</tr>
<tr>
<td>EHR management</td>
<td></td>
<td>[58]</td>
</tr>
<tr>
<td>EHR blockchain technology</td>
<td></td>
<td>[70]</td>
</tr>
<tr>
<td>EHR privacy using blockchain</td>
<td></td>
<td>[71]</td>
</tr>
<tr>
<td>EHR and service automation</td>
<td></td>
<td>[72]</td>
</tr>
</tbody>
</table>
Table 2. Cont.

<table>
<thead>
<tr>
<th>Use Case</th>
<th>Smart Contract</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>EHR system with smart contract and cryptocurrency payments</td>
<td></td>
<td>[73]</td>
</tr>
<tr>
<td>PHR</td>
<td></td>
<td>[74]</td>
</tr>
<tr>
<td>EHR sharing</td>
<td></td>
<td>[75]</td>
</tr>
<tr>
<td>Patient record management</td>
<td></td>
<td>[76]</td>
</tr>
</tbody>
</table>

Table 3. Access control.

<table>
<thead>
<tr>
<th>Use Case</th>
<th>Smart Contract</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Patient-controlled access</td>
<td></td>
<td>[62]</td>
</tr>
<tr>
<td>Access control</td>
<td></td>
<td>[63]</td>
</tr>
<tr>
<td>Access control for healthcare data using blockchain</td>
<td></td>
<td>[64]</td>
</tr>
<tr>
<td>Medical records access</td>
<td></td>
<td>[65]</td>
</tr>
<tr>
<td>Healthcare data gateway</td>
<td></td>
<td>[66]</td>
</tr>
<tr>
<td>Medical care information preservation using extended chaotic map technology</td>
<td></td>
<td>[67]</td>
</tr>
</tbody>
</table>

Strong security and privacy safeguards are also needed for PHR administration and sharing. PHRs, which include medical histories, test findings, and diagnoses, contain sensitive information about individuals' health. The privacy of patients can be secured, and only authorized people can access the data with the help of blockchain-assisted data sharing (Table 4). The exchange of EHRs can also protect privacy, and the security and privacy of healthcare data can be increased by using privacy-preserving K-nearest neighbors (K-NN) training for IoT data [77,78]. Healthcare blockchain privacy may provide safe and unhackable platforms for storing and exchanging medical data, protecting the confidentiality and integrity of the information (Table 5). Authentication and permission for healthcare data on the blockchain can further increase data security and privacy, ensuring that only authorized individuals have access to the data (Table 6). Table 7 displays research works that concentrated on improving security measures. Additionally, other uses of the applications are presented individually in Table 8.

Table 4. Data management.

<table>
<thead>
<tr>
<th>Use Case</th>
<th>Smart Contract</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Health IoT data sharing</td>
<td></td>
<td>[62]</td>
</tr>
<tr>
<td>Secure data communication</td>
<td></td>
<td>[63]</td>
</tr>
<tr>
<td>Sharing</td>
<td></td>
<td>[79]</td>
</tr>
<tr>
<td>Medical data sharing</td>
<td></td>
<td>[80]</td>
</tr>
<tr>
<td>Blockchain-assisted data sharing</td>
<td></td>
<td>[81]</td>
</tr>
<tr>
<td>Medical data sharing</td>
<td></td>
<td>[82]</td>
</tr>
<tr>
<td>IoT-enabled privacy-preserving healthcare data transfer</td>
<td></td>
<td>[83]</td>
</tr>
<tr>
<td>Data sharing</td>
<td></td>
<td>[60]</td>
</tr>
<tr>
<td>Health information exchange</td>
<td></td>
<td>[84]</td>
</tr>
<tr>
<td>Secure sharing of medical data between multiple entities</td>
<td></td>
<td>[85]</td>
</tr>
<tr>
<td>Medical data sharing and privacy-preserving system</td>
<td></td>
<td>[86]</td>
</tr>
<tr>
<td>Healthcare data management</td>
<td></td>
<td>[87]</td>
</tr>
<tr>
<td>Collaborative medical decision-making</td>
<td></td>
<td>[88]</td>
</tr>
<tr>
<td>Healthcare big data management</td>
<td></td>
<td>[89]</td>
</tr>
<tr>
<td>Protected health information (PHI) sharing</td>
<td></td>
<td>[90]</td>
</tr>
<tr>
<td>Data transmission</td>
<td></td>
<td>[91]</td>
</tr>
<tr>
<td>Healthcare information management</td>
<td></td>
<td>[43]</td>
</tr>
<tr>
<td>Data storage</td>
<td></td>
<td>[59]</td>
</tr>
<tr>
<td>Blockchain-enabled COVID-19 medical record protection</td>
<td></td>
<td>[92]</td>
</tr>
<tr>
<td>Blockchain and AI-enabled medical data transmission</td>
<td></td>
<td>[93]</td>
</tr>
</tbody>
</table>
Table 5. Privacy enhancement.

<table>
<thead>
<tr>
<th>Use Case</th>
<th>Smart Contract</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Privacy preserving</td>
<td></td>
<td>[94]</td>
</tr>
<tr>
<td>Privacy enhancement</td>
<td></td>
<td>[95]</td>
</tr>
<tr>
<td>Privacy-preserving e-health system</td>
<td></td>
<td>[96]</td>
</tr>
<tr>
<td>Privacy-preserving data sharing</td>
<td></td>
<td>[97]</td>
</tr>
<tr>
<td>Privacy protection</td>
<td></td>
<td>[98]</td>
</tr>
<tr>
<td>Improved privacy-preserving location sharing in healthcare.</td>
<td></td>
<td>[99]</td>
</tr>
<tr>
<td>Medical-data privacy protection</td>
<td></td>
<td>[100]</td>
</tr>
<tr>
<td>Medical privacy protection</td>
<td></td>
<td>[101]</td>
</tr>
<tr>
<td>Privacy-preserving medical data sharing</td>
<td></td>
<td>[102]</td>
</tr>
<tr>
<td>Privacy-preserving electronic health data sharing</td>
<td></td>
<td>[61]</td>
</tr>
<tr>
<td>Privacy-preserving K-NN training for IoT data</td>
<td></td>
<td>[77]</td>
</tr>
<tr>
<td>Health data privacy</td>
<td></td>
<td>[103]</td>
</tr>
<tr>
<td>Privacy protection scheme for medical data</td>
<td></td>
<td>[104]</td>
</tr>
<tr>
<td>Healthcare blockchain privacy</td>
<td></td>
<td>[105]</td>
</tr>
</tbody>
</table>

Table 6. Authentication.

<table>
<thead>
<tr>
<th>Use Case</th>
<th>Smart Contract</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Authentication</td>
<td></td>
<td>[106]</td>
</tr>
<tr>
<td>PPBA authentication</td>
<td></td>
<td>[107]</td>
</tr>
<tr>
<td>Machine learning authentication</td>
<td></td>
<td>[78]</td>
</tr>
<tr>
<td>Identity authentication</td>
<td></td>
<td>[108]</td>
</tr>
<tr>
<td>Authentication and authorization for healthcare data on the</td>
<td></td>
<td>[109]</td>
</tr>
<tr>
<td>blockchain</td>
<td></td>
<td></td>
</tr>
<tr>
<td>IoT: anonymity</td>
<td></td>
<td>[110]</td>
</tr>
</tbody>
</table>

Table 7. Security enhancement.

<table>
<thead>
<tr>
<th>Use Case</th>
<th>Smart Contract</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Security enhancement</td>
<td></td>
<td>[111]</td>
</tr>
<tr>
<td>Medical data security</td>
<td></td>
<td>[112]</td>
</tr>
<tr>
<td>Biomedical security</td>
<td></td>
<td>[113]</td>
</tr>
<tr>
<td>Collaborative analysis</td>
<td></td>
<td>[114]</td>
</tr>
<tr>
<td>Improved security and privacy in the patient healthcare</td>
<td></td>
<td>[115]</td>
</tr>
<tr>
<td>framework</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Table 8. Other applications.

<table>
<thead>
<tr>
<th>Use Case</th>
<th>Smart Contract</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Contact tracing</td>
<td></td>
<td>[116]</td>
</tr>
<tr>
<td>Verifiable data classification</td>
<td></td>
<td>[117]</td>
</tr>
<tr>
<td>Security and privacy in IoT healthcare</td>
<td></td>
<td>[68]</td>
</tr>
<tr>
<td>Federated learning</td>
<td></td>
<td>[56]</td>
</tr>
</tbody>
</table>

Research question 2: What are the blockchain’s privacy and security problems in the healthcare industry?

Healthcare has severe privacy and security problems. Security and privacy are crucial problems in healthcare because of the sensitivity of medical data and the potential damage that unauthorized access or data breaches might bring to people or organizations. By offering a decentralized and secure platform for data exchange and storage, blockchain technology provides a remedy. Secure search and individualized access control are made possible by cryptographic primitives, while access control and data privacy are guaranteed by smart contracts.

By simulation and experimental research, several suggested solutions have been verified and analyzed, proving the viability, effectiveness, and security of these systems. Several
studies have shown that blockchain-based systems may retain competitive computing and communication costs while meeting anticipated security requirements. Other approaches, such as modified attribute-based cryptographic primitives and certificateless public-key encryption technology, have also proven successful in preserving privacy and enabling individualized access control in healthcare settings. However, healthcare practitioners and organizations need to carefully assess these solutions to make sure they adhere to privacy laws and are practical and scalable in real-world contexts.

**Research question 3:** What is the potential for blockchain security and privacy in the medical industry?

In the coming years, it is anticipated that the healthcare sector will continue to prioritize enhancing security and privacy. Blockchain technology is being used more often as a method to safeguard healthcare data. User privacy is protected via a smart medical cloud platform where data may be utilized but not borrowed. To improve data security and privacy, one approach is the integration of new technologies like blockchain, federated learning, and edge computing. For instance, federated learning may enable collaborative data analysis without disclosing sensitive information, while blockchain technology can be utilized to provide secure access control and avoid data manipulation. Also, by processing data near its origin rather than sending it to a centralized place, edge computing may help lower the risk of data breaches.

Another possibility is implementing tougher rules and guidelines to guarantee private health information safety. It is more crucial than ever to protect health data from unwanted access and breaches as the volume of data grows. Regulations that attempt to safeguard the privacy and security of personal health information include the General Data Protection Regulation and the Health Insurance Portability and Accountability Act. Such laws and standards will probably keep being created and implemented to guarantee the security of health data in the future.

5. Research Directions and Applications

A wide range of intriguing research topics and useful applications are presented by the dynamic interaction of blockchain technology with the healthcare industry. The most pressing of them is the need to solve the interoperability and scalability issues. Researchers have to work hard to provide cutting-edge technologies that enable blockchain networks to effectively manage the sizable amount of healthcare data while ensuring smooth connection across various networks, thus promoting wider adoption.

Several intriguing future research avenues and applications become apparent. Healthcare blockchain networks should prioritize scalability and interoperability to provide effective data processing and smooth network connectivity. The security properties of blockchain may also be very useful for cross-border healthcare data transmission, especially in situations where foreign patients are being treated. By guaranteeing medication authenticity and patient safety, blockchain can also change the administration of the medical supply chain. Furthermore, by combining AI and blockchain, powerful data analytics capabilities may be unlocked while maintaining data privacy. Blockchain may provide safe solutions for patients to regulate data access and monetize their health information. Patients’ permission and identity management demand attention. Blockchain technology may help healthcare businesses achieve compliance with laws, particularly those relating to data protection. Blockchain technology may improve the security of IoT medical equipment, protecting the integrity of patient data gathered by these devices. The user interfaces and seamless integration with the current healthcare infrastructure of blockchain-based EHRs and telemedicine systems may be improved. This article explores key study areas, illuminating how blockchain technology has the potential to revolutionize the healthcare industry.

6. Conclusions

The text explains how blockchain technology can be used in healthcare to address some of the long-standing challenges faced by the industry. Blockchain is seen as an innovative
solution that can help store medical data, perform medical transactions, and facilitate the integration and exchange of medical data in a decentralized open healthcare network. Despite the attention that blockchain has received in healthcare, there are still concerns about privacy and security when adopting this technology for information exchange. The paper presents research conducted on the subject of blockchain’s privacy and security in healthcare from 2017 to 2022. The research review aims to evaluate the current state of affairs, with a specific focus on practical applications and difficulties.

The review concludes that blockchain technology has practical applications in resolving privacy and security issues in healthcare. By using blockchain technology, EHRs and PHRs can be more secure and private by providing a decentralized and unhackable platform for storing and exchanging sensitive patient information. Additionally, blockchain can enable patients to have greater control over who has access to their data through patient-controlled authentication. However, healthcare organizations and practitioners need to carefully assess the suitability of blockchain solutions in their particular contexts to ensure compliance with privacy laws and practicality. Despite its potential, blockchain technology is not a one-size-fits-all solution, and it may require customization to meet specific needs.

Overall, the review offers critical insights into the current state of blockchain’s use in healthcare, and it highlights areas that require further research and development to advance the technology’s applications in healthcare.
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