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Abstract: In recent years, blockchain has triggered an upsurge in the application of decentralized models and has received more and more attention. For convenience and security considerations, in blockchain applications, users usually use wallets to manage digital assets. The most important data stored in the wallet is the user’s private key, which is also the only identification of the ownership of the encrypted digital assets. Once the private key is lost or stolen, it will bring irreparable losses. We proposed a consortium blockchain wallet scheme based on dual-threshold key protection secret-sharing. By splitting and storing the user’s wallet private key using a secret-sharing method, we can protect our private keys safely and effectively. Our scheme is based on the application scenario of the consortium blockchain. The peers preset by the consortium blockchain store the user’s wallet private key shadow shares, reasonably integrate storage resources, and enhance the solution’s anti-attack ability by setting double thresholds.
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1. Introduction

Blockchain is a distributed point-to-point network [1], which uses cryptographic algorithms, P2P network architecture, consensus plugin, and other methods to ensure reliable data transmission, storage, and access functions. As a decentralized application, the blockchain has the functions of a distributed ledger and database so that the nodes in a decentralized network can establish a credible distributed system without mutual trust.

Currently, the most popular blockchain application is the cryptocurrency system [2]. Unlike traditional legal currency, cryptocurrency does not require a central control agency, allowing users to trade online without relying on centralized financial institutions. All nodes in the blockchain network can participate in verifying transactions. As blockchain technology has received more and more attention, potential security threats have also increased correspondingly [3].

Transactions in the blockchain system are irreversible. Once digital assets are lost or stolen, they cannot be recovered. The storage of digital assets is related to the security of user assets, and the only thing that can prove the ownership of digital assets is the private key. A digital wallet is a collection of a set of private keys and public keys. The private key generates the public key, and the public key generates the public key address. The corresponding private key can only use the digital asset related to the public key address. The private key can realize the successful transfer of digital assets. The public key and public key address are used to receive the transferred digital assets. The management of digital assets is the management of private keys. The blockchain wallet was born to manage and store keys. Its main functions are to manage users’ transaction addresses, initiate transfer transactions, and view transaction records. Each user has a wallet containing multiple secret keys. Therefore, to steal users’ digital assets, attackers will attack digital wallets.

In recent years, the theft of digital wallets has occurred frequently [4], which has aroused widespread concern. This security threat comes from the private key stored in the digital
wallet. If the attacker stole the user’s private key, he can use the digital wallet and transfer all digital assets owned by the wallet.

Digital wallets are very important to the security of the blockchain system, and various wallet schemes have been proposed one after another. The Simplified Payment Verification (SPV) wallet [5] can perform transaction verification without downloading the blockchain, but it is not certain whether the transaction enters the main blockchain. Gutoski [6] proposed a hierarchical deterministic (HD) wallet, which can effectively manage multiple private keys. However, its hierarchical feature makes the private keys have a fixed relationship, leading to some security risks. Rezaeighaleh [7] proposed a new digital scheme to securely back up a hardware wallet relying on the side-channel human visual verification enabled by display screen on a hardware wallet. Wei [8] proposed a new digital signature algorithm and use it to design an online wallet, which can help the user derive the signature without obtaining the user’s private key. He [9] proposed a novel cryptocurrency wallet management scheme based on Decentralized Multi-Constrained Derangement (DMCD) to store the keys securely and stably in a decentralized network. Thota [10] presented a secure software wallet which resides on the user’s mobile device and using which one participates in a Hyperledger Fabric blockchain network. Boneh and Goldfeder et al. [11] proposed a threshold signature wallet scheme. The private key is divided into n fragments and stored by n participants. The completion of a transaction requires the number of participants greater than the threshold t to sign together, and the Dikshit [12] proposed a scheme based on the identity of the participant gives the participant different weights. Zhou Jian [13] proposed a blockchain wallet protection scheme against single-point failure based on threshold elliptic curve digital signature without a trusted center. This kind of scheme can enhance the security and reliability of the account to a certain extent through the collaborative participation of multiple people to complete a transaction, but how to manage the keys of each participant has also become a difficult problem. In a multi-signature transaction [14–16], M of the N members of the multi-signature transaction address needs to sign to complete the transaction. If someone wants to change the multi-signature transaction strategy, they need to generate a new multi-signature transaction address and script.

In the various wallet schemes mentioned above, most of them have a common problem. Once the device that stores the private key or the tool that assists in recovering the private key is lost, the user cannot recover the wallet anymore. Furthermore, if an attacker can discover the user’s wallet key by some mechanism such as brute force, side-channel attack, weak encryption, replay attack or others, then the attacker is able to steal everything from the user’s account [17]. Therefore, we propose a consortium blockchain wallet scheme based on dual-threshold key sharing. In our scheme, users can back up their wallets by keeping the private key fragmented by the consortium blockchain peers. The reason we choose to use the consortium blockchain in our scheme is that it has stable preset peers who are efficient to manage and can respond quickly, while the common public chain systems, such as Bitcoin, have a large number of nodes, and it is will lead excessive communication overhead between the nodes and other meaningless consumption if all user nodes participate in secret-sharing. The secret-sharing scheme requires some stable and reliable participants. Therefore, the consortium blockchain is suitable for the secret-sharing scheme.

In the following, Section 2 introduces the background of consortium chain and secret-sharing, Section 3 proposes a consortium blockchain wallet scheme based on dual-threshold key sharing, Section 4 carries out security analysis of our scheme and compares it with several similar schemes.

2. Related Information

2.1. Consortium Blockchain

Consortium blockchain [18] is a kind of blockchain that multiple institutions manage. The main user groups of the consortium blockchain are banks, insurance, securities, business associations, and group companies. When the blockchain was born, these com-
panies have generally completed IT and Internet. They realized the blockchain would be very helpful to improve the efficiency of the notarization, settlement, clearing business, and value exchange network in the industrial chain of their circle. However, when trying to use the existing blockchain technology, they found that the processing performance, privacy protection, and compliance of the blockchain could not meet their business needs. On the other hand, if these companies fully adopt Bitcoin’s public chain design concept, they will subvert their existing business models and inherent interests and bear great risks. Therefore, they begin to transform the blockchain system that suits them. Consortium blockchain was born. The form of the consortium blockchain is mostly distributed ledgers. Furthermore, the distributed ledgers and consensus of the blockchain solve the main problem: the trust problem of multiple participants in the consortium.

Multiple pre-selected nodes are designated as peers within the consortium blockchain. All pre-selected peers determine the generation of each block. Each organization or institution manages one or more peers, and its data can only be read, written, and sent by different institutions in the system. Each node of the consortium blockchain can only join and exit the network after being authorized by CA (certificate authority). Moreover, user nodes can only participate in the transaction but not the committer process. Any third parties can perform limited queries through the open API of the consortium blockchain [19].

Proof of Work (PoW) [20], Proof of Authorized Share Algorithm (DPoS) [21], Practical Byzantine Fault Tolerant Algorithm (PBFT) [22], are all commonly used consensus algorithms. PoW requires competitive resource consumption, DPoS requires shares proof, while the PBFT needs neither. And PBFT can provide the fault tolerance that does not exceed 1/3 of the total number of the nodes and can be well adapted to the secret-sharing algorithm to set the threshold. Thus, our scheme uses the PBFT consensus algorithm.

PBFT is an algorithm based on state machine copy replication that aims to solve the problem of ensuring the consistency and correctness of the final decision even when malicious nodes exist in the entire system. Each state machine copy saves the service state and realizes the legal request of customers. In addition to transactions, it can also complete other types of operations and has a wide range of applications.

The PBFT process is shown in Figure 1:

- Request: Client sends a request to the master node 0;
- Pre-Prepare: Node 0 broadcasts to node 1, node 2, and node 3 after receiving Client’s request;
- Prepare: Each node records and broadcasts it again after receiving it. Node 3 cannot broadcast due to downtime;
- Commit: In the Prepare phase, if a node receives the same request exceeding 2F (F is the number of Byzantine nodes that can be tolerated), it will enter the Commit phase and broadcast the Commit request;
- Reply: In the Commit phase, if one of the nodes receives more than a certain number (2F + 1) of the same request, it will give feedback to Client.

Therefore, a consensus can be reached when \( N \geq 3F + 1 \), where \( N \) is the total number of nodes.

![Diagram of PBFT process](image.png)
2.2. Shamir’s Threshold Secret-Sharing Scheme

In Shamir secret-sharing scheme [23], there are \( n \) shareholders \( U_i = \{U_1, U_2, \ldots, U_n\} \) and a mutually trusted dealer D. To share the secret \( S \) into \( n \) shares, the dealer D generates a \((t - 1)\) degree polynomial \( f(x) \in \mathbb{Z}_p \), where \( P \) is a prime number. The shared secret is \( S = f(0) \), and the dealer computes the secret-sharing shares as \( y_i = f(x_i) \) for \( x_i \neq 0 \), then send the pair \((x_i, y_i)\) to the shareholder \( U_i \). When reconstructing the secret, at least \( t \) shares \((x_i, y_i)\) are needed to recover the polynomial \( f'(x) \), thus each shareholder can obtain the secret \( S = f''(0) \). The scheme consists of two algorithms: share generation and secret reconstruction:

2.2.1. Share Generation

The \((t - 1)\) degree polynomial is defined as \( f(x) = a_0 + a_1 x + a_2 x^2 + \cdots + a_{t-1} x^{t-1} \) \( \mod p \), and \( a_i \in \mathbb{Z}_p \), for \( 0 \leq i \leq t - 1, a_{t-1} \neq 0 \), the secret \( S = f(0) = a_0 \).

In a \((t, n)\) secret-sharing scheme, \( n \) points need randomly selected as \( x_i : 1 \leq i \leq n \), and \( x_i \neq 0 \in \mathbb{Z}_p \), dealer computes \( y_i = f(x) \) and sends \( s_i = (x_i, y_i) \) to shareholders \( U_i \).

2.2.2. Secret Reconstruction

Suppose that there are \( t \) shareholders \( U_1, U_2, \ldots, U_t \) team up for secret reconstruction. Each shareholder \( U_i \) provide the share \( s_i \) to the other shareholders. After that, one shareholder has \( m \) shares \( s_1, s_2, \ldots, s_m \) and he can use Lagrange interpolation polynomial to recover \( f'(x) \) as:

\[
f'(x) = \sum_{i=1}^{t} s_i \prod_{j=1, i \neq j}^{t} \frac{x_j - x}{x_i - x_j} \mod p
\]

And the secret \( S \) can be computed as:

\[
f''(0) = \sum_{i=1}^{t} s_i \prod_{j=1, i \neq j}^{t} \frac{x_j}{x_i} \mod p
\]

2.3. Harn–Hsu TCSS Scheme

In Harn–Hsu TCSS scheme [24], there are \( n \) shareholders \( U = \{U_1, U_2, \ldots, U_n\} \) and a mutually trusted dealer D. The initial threshold is \( t \) and it can be increased to the exact number of shareholders who participate in secret reconstruction. This scheme consists of two algorithms: share generation and secret reconstruction.

2.3.1. Share Generation

The dealer D picks a prime number \( p \) and a random symmetric polynomial \( F(x, y) \) with degree \( t - 1 \) as:

\[
F(x, y) = a_{0,0} + a_{1,0} x + a_{0,1} y + a_{2,0} x^2 + a_{1,1} xy + a_{0,2} y^2 \\
\quad + \cdots + a_{t-1,0} x^{t-1} + a_{t-2,1} x^{t-2} y + \cdots \\
\quad + a_{0,t-1} y^{t-1} \mod p
\]

where the coefficient \( a_{ij} \in \mathbb{Z}_p \), \( a_{ij} = a_{ji} \), and \( \forall i, j \in [0, t - 1] \). The secret \( S \in \mathbb{Z}_p \) satisfies \( S = F(0, 0) + bF(1, 1) \), where \( b \in \mathbb{Z}_p \). The dealer D picks \( n \) different positive integers \( x_1, x_2, \ldots, x_n \) from \( \mathbb{Z}_p (x_1 \neq 1) \) and computes \( s_i = F(x_i, y) \), for \( i = 1, 2, \ldots, n \). Then dealer D distributes each share \( s_i(y) \) to the shareholder \( U_i \) securely.
2.3.2. Secret Reconstruction

Suppose that \( m (t \leq m \leq 1 + \frac{t(t+1)}{2}) \) shareholders, for example, \( U_1, U_2, \ldots, U_m \) want to recover the secret. Each shareholder \( U_j \) accesses the public information \( b \) and uses its share \( s_j(y) \) to compute:

\[
 w_i = s_i(0) \prod_{j=1, j \neq i}^{m} \frac{x_j}{x_j - x_i} + b s_i(1) \prod_{j=1, j \neq i}^{m} \frac{x_j - 1}{x_j - x_i} \mod p
\]

Each shareholder \( U_j \) sends \( w_j \) to the other shareholders. After that, every shareholder has \( w_1, w_2, \ldots, w_m \) and the secret can be evaluated as:

\[
 s = \sum_{i=1}^{m} w_i \mod p
\]

However, the paper [25] uses a linear subspace method to successfully attack the TCSS scheme. It is proved that when the threshold is raised from \( t \) to \( m \), the participants of \( t + 1 \) are also enough to reconstruct the secret. Therefore, the TCSS scheme does not have the threshold changeable property, and the increase of threshold is vulnerable to illegal participants.

3. Proposed Scheme

In this section, we propose a consortium blockchain wallet scheme based on dual-threshold key sharing. In our scheme, the private key of the user’s wallet is shared and stored by the consortium blockchain peers. Moreover, we use user’s biometric key [26] to encrypt the shares in the secret-sharing process. With the particularity of the user’s biometric key, only users can perform secret recovery. To deal with potential attack threats, we set a dual-threshold mechanism, it means that a bivariate polynomial is applied for sharing one secret information, and the sharing scheme has two thresholds, \( t \) and \( v \) \((t = 2v)\) which correspond to two sets of sub-secrets, respectively. The two sets of sub-secrets are independent when recovering the secret. In normal operation, the system uses the \((t, n)\) threshold scheme, when the system is attacked or the network fails and cause the number of peers that can honestly respond to users’ requests is less than the threshold \( t \), then the \((v, n)\) threshold scheme is enabled. In that case, users can still recover their wallets even when the attacker breaks through several peers.

There is an access mechanism in the consortium chain network, which requires the support of a CA, and all members of the consortium keep a certificate issued by the CA. Peers and users joining the consortium blockchain must be registered and obtain a certificate issued by the CA before they can operate in the consortium blockchain.

In the scheme, there are a user \( U \) and peers \( P = \{P_1, P_2, \ldots, P_n\} \), the threshold \( t \) \((t = \frac{2}{3}n)\) and \( v \) \((v = \frac{1}{3}n)\), the threshold \( t = 2v \). The user \( U \) is both a secret sharer and secret combiner. Peers who exercise committer power are shareholders.

In the secret share phase, we use an asymmetric bivariate polynomial to achieve the dual-threshold secret-sharing. The user divides the secret into sub-secrets and encrypts them as shadow shares, then sends them to peers. Each peer only holds one shadow share, and it can be verified. In the secret reconstruction phase, the user \( U \) asks for \( t \) or more shadow shares from peers, and each shadow share can be verified for correctness, confirm that all the shadow shares are true and effective. \( U \) reconstructs the secret and finally reconstructs the original private key. However, some peers may fail to respond due to failures, maintenance, etc., or some peers may have been attacked and bribed so that they sent the wrong shares. The user \( U \) can only obtain \( m (t/2 < m < t) \) shares, it cannot reach the threshold \( t \) to complete the wallet recovery. At this time, the \((v, n)\) threshold scheme in the dual-threshold scheme can be activated.

The biometric key \( SK \) [12] held by the user is the key information when recovering the private key. When the user needs to use \( SK \), it can be achieved by extracting personal
biometrics without memory and backup. Additionally, only using the SK can the private key \( s \) be recovered correctly in the secret recovery phase.

The notations used throughout the presentation are summarized in Table 1.

### Table 1. Notations used in the proposed scheme.

<table>
<thead>
<tr>
<th>Notation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>( t )</td>
<td>The value of the first threshold</td>
</tr>
<tr>
<td>( v )</td>
<td>The value of the second threshold</td>
</tr>
<tr>
<td>( n )</td>
<td>The number of peers</td>
</tr>
<tr>
<td>( H(.) )</td>
<td>SHA-256 hash function</td>
</tr>
<tr>
<td>( a \parallel b )</td>
<td>Encoding ( a ) and ( b ) as strings for a concatenation operation</td>
</tr>
<tr>
<td>( a \oplus b )</td>
<td>Encoding ( a ) and ( b ) as a binary bit string for an XOR operation</td>
</tr>
<tr>
<td>( pk )</td>
<td>The wallet private key</td>
</tr>
<tr>
<td>( SK )</td>
<td>The biometric key of user</td>
</tr>
<tr>
<td>( sx_i )</td>
<td>The sub-secret of ( (t, n) ) secret-sharing</td>
</tr>
<tr>
<td>( sy_i )</td>
<td>The sub-secret of ( (v, n) ) secret-sharing</td>
</tr>
<tr>
<td>( x_i )</td>
<td>The random number corresponding to ( sx_i )</td>
</tr>
<tr>
<td>( y_i )</td>
<td>The random number corresponding to ( sy_i )</td>
</tr>
<tr>
<td>( SX_i )</td>
<td>The shadow share of ( sx_i )</td>
</tr>
<tr>
<td>( SY_i )</td>
<td>The shadow share of ( sy_i )</td>
</tr>
<tr>
<td>( X_i )</td>
<td>The shadow number of ( x_i )</td>
</tr>
<tr>
<td>( Y_i )</td>
<td>The shadow number of ( y_i )</td>
</tr>
<tr>
<td>( V_{xi} )</td>
<td>The verification message of ( (t, n) ) ss</td>
</tr>
<tr>
<td>( V_{yi} )</td>
<td>The verification message of ( (v, n) ) ss</td>
</tr>
</tbody>
</table>

### 3.1. Algorithms

The proposed scheme consists of three phases: secret-sharing, peers verification phase and secret reconstruction.

#### 3.1.1. Secret-Sharing Phase

The user \( U \) chooses a prime number \( p \) and selects an asymmetric bivariate polynomial \( F(x, y) \):

\[
F(x, y) = F_1(x, y) + F_2(x, y)
\]

\[
F_1(x, y) = a_{0,0} + a_{1,0}x + a_{0,1}y + a_{2,0}x^2 + a_{1,1}xy + a_{0,2}y^2 + \cdots
\]

\[
+ a_{v-1,0}x^{v-1} + \cdots + a_{0,v-1}y^{v-1} \mod p
\]

\[
F_2(x, y) = a_{0,0}x^p + \cdots + a_{1,v-1}xy^{p-1}
\]

\[
+ a_{v+1,0}x^{v+1} + a_{v,1}x^v y + \cdots + a_{2,v-1}x^2 y^{v-1}
\]

\[
+ \cdots + a_{1-2,v}x^{v-2} + \cdots + a_{1-v-1,v-1}x^{v-1} y^{v-1}
\]

\[
+ a_{1-v-1}x^{v-1} + \cdots + a_{1-v-1}x^{v-1} y^{v-1} \mod p
\]

where \( \partial F(x, y) = t - 1 \), \( a_{ij} \in \mathbb{Z}_p \) and \( \forall i, j \in [0, v - 1] \). The secret \( pk \in \mathbb{Z}_p \) satisfies \( pk = F(0, 0) \). (Note: the \( (t, v, n) \) threshold requires that the order of \( x \) does not exceed \( t - 1 \), and the order of \( y \) does not exceed \( v - 1 \).)

Then, user chooses positive integers \( x_i \in \mathbb{Z}_p, y_i \in \mathbb{Z}_p \), \( x_i \neq 0, y_i \neq 0 \), computes the sub-secrets \( sx_i = F(x_i, 0), sy_i = F(0, y_i), i = 1, 2, \ldots, n \), then uses \( SK \) to compute the shares for peer \( P_i \):

- \( SX_i = sx_i \oplus SK \)
- \( X_i = x_i \oplus H(SK) \oplus H(sx_i) \)
- \( SY_i = sy_i \oplus H(SK) \)
- \( Y_i = y_i \oplus H(SK) \oplus H(sy_i) \)
- User computes the verification message \( V_{xi} = H(sx_i \parallel x_i), V_{yi} = H(sy_i \parallel y_i) \).
Let \( m_i = H(SX_i \parallel X_i \parallel V_{x_i} \parallel SY_i \parallel Y_i \parallel V_{y_i}) \) be the plaintext, then use the improved El Gamal signature to sign \( m_i \). Select a large prime number \( p \) and set \( g \) to be the generator of the group \( GF(p) \). Additionally, user selects a random number \( l \in [1, p - 1] \), \( \gcd(l, p - 1) = 1 \), \( l \) is the private key, and computes the modulo inverse of \( l \) as \( d = l^{-1} \mod p \). Then user computes \( y = g^l \mod p \), sets \( (y, g, p) \) as the public key.

The user signs the plaintext, selects a random number \( k_i \in Z_p \), and computes:

\[
K_i = g^{k_i} \mod p.
\]

\( U \) computes \( s_i = (m_i - k_i r_i) d \mod (p - 1) \), the signature of \( m_i \) is \( (r_i, s_i) \).

\( U \) sends the secret share \( (SX_i, X_i, V_{x_i}, SY_i, Y_i, V_{y_i}, r_i, s_i) \) to the peer \( P_i \). The secret-sharing phase shown in Figures 2 and 3.

**Figure 2.** Shadow share generation.

### 3.1.2. Peers Verification Phase

The peer \( P_i \) receives the share \( (SX_i, X_i, V_{x_i}, SY_i, Y_i, V_{y_i}, r_i, s_i) \) sent by the user, and verifies it:

(i) \( P_i \) computes \( m'_i = H(SX_i \parallel X_i \parallel V_{x_i} \parallel SY_i \parallel Y_i \parallel V_{y_i}); \)

(ii) if \( y^{s_i} r_i^j = g^{m'_i} \mod p \) is true, the signature is valid, and the secret share is correct.

Then peer \( P_i \) stores \( (SX_i, X_i, V_{x_i}) \) and \( (SY_i, Y_i, V_{y_i}) \) so that the user can obtain it to recover the secret.
Figure 3. Shadow share distribution.

3.1.3. Secret Reconstruction Phase

When U initiates a wallet private key recovery application to the peers, he should provide the certificate issued by the CA. After confirming the digital identity of the user U, each peer sends the share \((sX_i, X_i, V_{x_i})\) to the user as Figure 4 shows. If the user receives \(t\) or more shares, U can start to reconstruct the secret.

Figure 4. \((t, n)\) secret reconstruction.

U enters the biometric key \(SK\) to compute the sub-secret:

- \(sX_i = SX_i \oplus SK\).
- \(x_i = X_i \oplus H(SK) \oplus H(sx_i)\).
- \(V'_{x_i} = H(sx_i \parallel x_i)\).
- if \(V'_{x_i}\) is equal to \(V_{x_i}\), the \(P_i\) is an honest peer, and the share \(P_i\) provided is correct and valid, otherwise it can be judged as malicious peer. Malicious peers will be punished.
After \( t \) or more shares are verified correctly, the user obtains \( t \) pairs of sub-secrets \((sx_i, x_i)\), then uses Lagrangian interpolation to reconstruct the secret:

\[
\begin{align*}
\text{pk}' &= \sum_{i=1}^{t} sx_i \prod_{j=1, j \neq i}^{t} \frac{x_j}{x_j - x_i} \mod p \\
&= \sum_{i=1}^{t} F(x_i, 0) \prod_{j=1, j \neq i}^{t} \frac{x_j}{x_j - x_i} \mod p \\
&= \text{pk}
\end{align*}
\]

If some peers cannot respond due to failure, maintenance, etc., or some peers may have been attacked and bribed so that they may send the wrong shares. The user \( U \) can only obtain \( m \) \((t/2 < m < t)\) shadow shares, it cannot reach the threshold \( t \) to complete the wallet recovery. At this time, the \((v, n)\) threshold scheme in the dual-threshold scheme can be activated. Figure 5 shows the second threshold reconstruction. The user initiates a secondary wallet private key recovery application to \( m \) peers that have passed verification, and the peer sends the user \((SY_i, Y_i, V_{yi})\) to compute the sub-secret:

- \( sy_i = SY_i \oplus H(SK) \)
- \( y_i = Y_i \oplus H(SK) \oplus H(sy_i) \)
- \( V_{yi} = H(sy_i || y_i) \)

After that, \( U \) obtains \( t \) pairs of sub-secrets \((sy_i, y_i)\) and uses Lagrangian interpolation to reconstruct the secret:

\[
\begin{align*}
\text{pk}' &= \sum_{i=1}^{v} sy_i \prod_{j=1, j \neq i}^{v} \frac{y_j}{y_j - y_i} \mod p \\
&= \sum_{i=1}^{v} F(0, y_i) \prod_{j=1, j \neq i}^{v} \frac{y_j}{y_j - y_i} \mod p \\
&= \text{pk}
\end{align*}
\]

Figure 5. \((v, n)\) secret reconstruction.
3.1.4. Peers Addition and Deletion

Blockchain nodes can be added or deleted. In response to such situations, we propose the following countermeasures:

- **Join and Exit of User Nodes:**
  Whether user nodes join or quit the consortium chain network does not affect the secret share and recovery of the user’s wallet private key in the scheme. A new user joins the consortium chain network should perform the secret-sharing scheme, and the user’s private key would be stored by the peers, and can be reconstructed normally. When the user logs off the account, the share is also deleted.

- **Join of Peers:**
  When a new peer joins the consortium chain network will not affect the secret-sharing that has been performed, but the value of \((t, v, n)\) involved in the subsequent secret-sharing will change accordingly, and the user needs to perform a new threshold secret-sharing after completing a secret reconstruction phase. All the original shadow shares stored in each peer should be destroyed, and peers keep the brand-new shadow shares of the new \((t', v', n')\) threshold secret sharing.

- **Exit of Peers:**
  When an original peer exits the consortium blockchain network, there is a possibility that the number of remaining peers is less than the threshold \(t\). At this time, the user can use the second threshold scheme \((v, n)\) to reconstruct the wallet secret key. And after the user finishing the secret recovery, the old shares should be updated. Thus, all the original shadow shares stored in each peer should be destroyed, and peers keep the brand-new shadow shares of the new \((t', v', n')\) threshold secret-sharing.

4. Security Analysis and Scheme Comparison

4.1. Security Analysis

In this section, we will analyze the security to prove the robustness of the proposed scheme against some threats. We assume that the users in the scheme are trusted users.

**Theorem 1.** Any subset of participants with \(t\) members cannot recover the secret.

**Proof.** In the \((t, n)\) threshold scheme, at least \(t\) set of shares are required to reconstruct the secret. In the proposed scheme, each committer peer \(P_i\) only holds the shadow share \((SP_i, SQ_i, X_i)\) that are generated using \(SP_i = sp_i \oplus SK, SQ_i = sq_i \oplus H(SK) \oplus H(sp_i), X_i = x_i \oplus H(SK) \oplus H(sq_i)\), and \(SP_i, SQ_i, X_i\) need \(SK\) to retrieve \(sp_i, sq_i, x_i\) respectively. \(SK\) is user’s biometric extraction key. Thus, \(sp_i, sq_i, x_i\) cannot be retrieved by any participant. Therefore, \(t\) participants will fail to reconstruct the secret by exchanging information.

**Theorem 2.** Any adversary cannot recover the secret by performing ‘Man-in-the-middle attack’.

**Proof.** The attacker may intercept the message when the user initiates a secret recovery request to committer peers, and simulates the user to apply for the secret-sharing share to each peer to obtain \((SP_i, SQ_i, X_i)\). However, the attacker does not have the key \(SK\), and cannot generate the real share \(sp_i, sq_i, x_i\) from \((SP_i, SQ_i, X_i)\) to complete the secret recovery which means \((SP_i, SQ_i, X_i)\) has no meaning to the attacker.

**Theorem 3.** Any attacker cannot recover the secret by bribing the committer peer.

**Proof.** Even if the attacker bribes peers and obtains the \((SP_i, SQ_i, X_i)\) kept by committer peer, he cannot compute the \(sp_i, sq_i, x_i\) from \((SP_i, SQ_i, X_i)\) to obtain any secret-related information about the secret due to lack of the biometric binding key \(SK\).

**Theorem 4.** Illegal peers can be identified in the proposed scheme.
The user wants to recover the secret, at least \( t \) committer peers need to respond and send the shares \( (SP_i, SQ_i, X_i) \), and the user uses \( SK \) to compute \( t \) pairs of shares \( sp_i, sq_i, x_i \). Then the correct secret can be recovered.

Suppose that when the committer peer sends information, replace \( SP_i \) with \( SP'_i \). The user computes:

\[
sp'_i = SP'_i \oplus SK \text{ obtains } sp'_i, \text{ which is not equal to } sp_i;
\]

\[
sq'_i = SQ_i \oplus H(SK) \oplus H(sp'_i) \text{ obtains } sq'_i, \text{ and } sq'_i \neq sq_i;
\]

\[
x'_i = X_i \oplus H(SK) \oplus H(sq'_i) \text{ obtains } x'_i, \text{ and } x'_i \neq x_i;
\]

the verification information \( V'_i = H(sp'_i \parallel sq'_i \parallel x'_i) \) is not equal to \( V_i \), so the verification fails, and the peer \( P_i \) may be judged as an illegal peer.

Suppose the share \( (SP_i, SQ_i, X_i) \) that provided by committer peer can pass the user’s verification while the share has been changed, which means that the peer \( P_i \) has found two different numbers with the same hash value. And that is not achievable in polynomial time. \( \square \)

**Theorem 5.** Shareholders in this scheme also have verification capabilities.

**Proof.** In secret-sharing phase, user \( U \) shares the secret, generates share \( (SP_i, SQ_i, X_i, V_i, r_i, s_i) \) and sends it to the committer peer \( P_i \). If there is an attacker \( A \) intercepts the share during the communication, tampers the share then sends \( (SP'_i, SQ'_i, X'_i, V'_i, r'_i, s'_i) \) to the committer peer \( P_i \).

The committer peer \( P_i \) receives the share, compute the plaintext content as \( m'_i = H(SP'_i \parallel SQ'_i \parallel X'_i \parallel V'_i) \) with the public information \((y, g, p)\) verify the signature, and \( P_i \) find out the equation \( y' r'_i = g^{m'_i} \mod p \) is not satisfied. The share is considered fake, \( P_i \) refuses to accept the share. \( \square \)

**Theorem 6.** Our scheme allows the user to update the biometric extraction key \( SK \).

**Proof.** If the user wants to replace the key \( SK \) with \( SKN \), computes:

\[
M_1 = SK \oplus SKN
\]

\[
M_2 = H(SK) \oplus H(SKN)
\]

User sends \( M_1 \) and \( M_2 \) to every committer peer, each of them performs the following operations:

\[
SP'_i = SP_i \oplus M_1 = sp_i \oplus SK \oplus SK \oplus SKN = sp_i \oplus SKN
\]

\[
SQ'_i = SQ_i \oplus M_2 = sq_i \oplus H(SK) \oplus H(sp_i) \oplus H(SKN) = sq_i \oplus H(SKN) \oplus H(sp_i)
\]

\[
x'_i = X_i \oplus M_2 = x_i \oplus H(SK) \oplus H(sq_i) \oplus H(SK) \oplus H(SKN) = x_i \oplus H(SKN) \oplus H(sq_i)
\]

The committer peer replaces \( (SP_i, SQ_i, X_i) \) with \( (SP'_i, SQ'_i, X'_i) \), to achieve the user’s update of the biometric key. Here every user can update its key \( SK \) without let committer peers knowing about the secret and the committer peer is given relief from storing the secret. \( \square \)

### 4.2. Schemes’ Comparison

In this section, our scheme is compared with some existing blockchain private key protection schemes that use other technologies, and it is summarized in Table 2.

Gutoski et al. [6] proposed a new hierarchical deterministic wallet, which makes it impossible for an attacker to easily recover the master private key while obtaining the master public key and any sub-private key. However, in this scheme, users still need to store the master private key used to recover all private keys. Once the master private key is lost, the user cannot retrieve the property.

Goldfeder et al. [11] proposed a scheme of threshold signature scheme compatible with Bitcoin’s signature using the Elliptic Curve Digital Signature Algorithm. They provided a security policy of shared control of a wallet in which each player obtains only a single share. Dikshit et al. [12] proposed an extend the weighted threshold ECDSA scheme. Zhou...
Jian et al. [13] proposed a blockchain wallet protection scheme based on threshold ECDSA without a trusted center. These threshold ECDSA requires participants to interact during the preparation phase of the scheme to determine some of the parameters involved in the scheme. Thus, the threshold ECDSA scheme is suitable for a group to conduct transactions and can solve the problem of loss of private keys in the blockchain, but it is not perfect for protecting the private key of a single user.

<table>
<thead>
<tr>
<th>Scheme</th>
<th>Collusion Resistance</th>
<th>Single Peer Failure</th>
<th>Recoverability</th>
<th>Anonymity</th>
<th>Single Peer Control</th>
</tr>
</thead>
<tbody>
<tr>
<td>Threshold signature scheme</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>×</td>
<td>×</td>
</tr>
<tr>
<td>Multi-signature scheme</td>
<td>✓</td>
<td>✓</td>
<td>×</td>
<td>×</td>
<td>×</td>
</tr>
<tr>
<td>Hierarchical deterministic wallet</td>
<td>✓</td>
<td>×</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Proposed scheme</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
</tbody>
</table>

We propose a consortium blockchain wallet scheme based on dual-threshold key sharing. In the traditional VSS scheme, illegal participants may submit false information, which will lead to the generation of false secrets and the inability to recover the correct secret. A cheating detection mechanism can only check whether the recovered secret is correct. If it is wrong, in the next secret reconstruction, some existing participants will be excluded until the correct secret is recovered. The cheater identification mechanism realizes to check the authenticity of the information submitted by participants before reconstructing the secret, avoiding the situation of reconstructing the secret multiple times.

Our scheme is applied to the consortium blockchain and realizes the secret-sharing between users and peers. Users can verify shadow shares submitted by the peers and identify illegal peers. Only when the user registers the consortium blockchain account, a third-party trusted center CA is required. In the secret recovery process, there is no third party participates in, the user behavior is anonymous, and the sharing and recovery of secrets are performed by the user himself. Our scheme adopts a verifiable dual-threshold secret-sharing method, which has the recoverability of secrets and the ability to resist single-point failures, to complete the two-way verification of users and peers, and we use the dual-threshold to deal with the unexpected situation of more than one third of the peers’ failures in the PBFT consensus algorithm. And we use the biometric key of the user to achieve secret recovery, without the need to memorize and store the passwords.

5. Conclusions

We propose a consortium blockchain wallet scheme based on dual-threshold key protection secret-sharing to solve the problem of recovering the lost private key of the blockchain. Our scheme achieves the secret-sharing between the users and the peers in the consortium blockchain. It can recover the users’ wallet’s private key within the consortium blockchain by a verifiable dual-threshold secret-sharing method if users lose their wallet private keys. Furthermore, we have proposed the idea of using biometric key to encrypt the shares, which can make secret recovery more secure. Thus, users can recover their wallets safely. Our proposed scheme can resist conspiracy attacks from the consortium blockchain and man-in-the-middle attacks in our security analysis. It can meet the requirements of verifiable threshold secret-sharing. The shadow share authentication mechanism is used to prevent the internal personnel from deceiving, and the threshold feature can resist external network attacks, so it is a more secure solution. And we have overcome the problem that the wallet cannot be recovered when more than 1/3 of the peers fail through the dual-threshold mechanism. However, how to ensure the secure transmission of shadow sharing between nodes of the blockchain and reduce the computational overhead in our scheme remains to be studied.

We will continue to focus on the combination of threshold cryptography and blockchain technology to solve secret key management issues in our future work. We will explore...
how to integrate the threshold secret-sharing with the blockchain wallet system more efficiently and expand the application scenarios from the consortium blockchain for more blockchain applications.
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HD Hierarchical Deterministic
PoW Proof of Work
DPoS Delegated Proof of Stake
PBFT Practical Byzantine Fault Tolerant Algorithm

References


