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**Abstract:** The Digital Product Passport (DPP) is a concept for collecting and sharing product-related information along the life cycle of a product. DPPs are currently the subject of intense discussion, and various development efforts are being undertaken. These are supported by regulatory activities, especially in the case of the battery passport. The aggregation of product life-cycle data and their respective use, as well as the sharing of these data between companies, entrepreneurs, and other actors in the value chain, is crucial for the creation of a resource-efficient circular economy. Despite the urgent need for such a solution, there is currently little attention given to the digital infrastructure for the creation and handling of the DPPs (i.e., the so-called DPP system). Moreover, there is so far no common understanding of what the requirements for a DPP system are. This is the background and underlying motivation of our paper: we identify the requirements for a DPP system in a structured way, i.e., based on stakeholder involvement and current literature from science and industry. In addition, we compose, categorize, and critically analyze the results, i.e., the list of requirements for DPP systems, in order to identify gaps. Summarized, our research provides insights into the criteria to be considered in the creation of an actual DPP system.
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1. **Introduction**

“If we had computers that knew everything there was to know about things—using data they gathered without any help from us—we would be able to track and count everything, and greatly reduce waste, loss and cost. We would know when things needed replacing, repairing or recalling, and whether they were fresh or past their best.”

In his statement, Kevin Ashton highlights two essential aspects of using data for environmental benefits: on the one hand, data acquisition (i.e., in the Internet of Things by means of sensor technology); on the other hand, data analysis and data use. Kevin Ashton formulated his idea of the Internet of Things back in 1999, and we see today, over 20 years later, that we still face many of the same questions and challenges.

Now, we have the opportunity to put the thoughts of Kevin Ashton into practice by mapping them to the information that can be gained through the digital analysis of data, data that will be created due to new information obligations in the EU linked to the introduction of digital product passports (DPPs) [1]. DPPs can allow the envisioned exchange of collected product-related life-cycle data [1]. They can become an essential tool to support the adoption of a circular economy and to realize the associated resource savings [1–4] (cf. Section 2.1). However, despite the promises of DPPs, until now, there has been no structured and stakeholder-involving analysis of the requirements for a DPP system.
A DPP system can be defined as the cross-sectoral, underlying IT infrastructure enabling the creation of upcoming DPPs. Current work in industry and science rather focuses on solutions for content and policy-related concerns of DPPs but less on the underlying technical aspects and requirements for the DPP system which will enable the realization of DPPs (cf. Section 2.2). This paper aims to close this gap.

Thinking one step further, the question beyond this paper’s requirement analysis for DPP systems is how to further leverage the collected information derived from the DPPs. The insights from the analyzed DPPs should in the end help to establish a circular economy. This can be achieved, for example, by providing information on different R-Strategies [5,6] (e.g., reuse, repair, refurbish, remanufacture, and recycle) [7], or by enabling digital services for the respective products (e.g., predictive maintenance).

To achieve the objective of this paper (i.e., the requirement analysis for DPP systems), we first provide a brief overview on current DPP approaches, as well as existing work on DPP systems requirements. Secondly, we identify cross-sectoral requirements for DPP systems. The requirements are intended to apply to DPP systems that can be used in any industry or sector. Therefore, we do not consider a specific industry/sector in this paper but focus on the general, overarching requirements for DPP systems. Moreover, there are also (nontechnical) requirements a DPP system will have to fulfill from the onset. For example, it needs to be scalable and sustainable in itself, as it should not lead to rebound effects in terms of environmental sustainability (e.g., carbon emissions).

Both stated objectives are expected to serve as a basis for discussion among the research community in order to find an effective and timely solution for DPP systems.

2. Related Work

2.1. Digital Product Passports

According to the German Federal Ministry for the Environment, Nature Conservation, Nuclear Safety and Consumer Protection and the “Proposal for the new Ecodesign for Sustainable Products Regulation” (ESPR) [8], a DPP contains information about a product’s components and their origin but should also carry information for environmental and social impact assessment around the production, use, and transformation phases of a product. The information can then be used to establish circular economy business models, cf. [2,3,7]. One of the first examples to be realized is battery passport, which is drafted in the EU battery regulation [4].

We distinguish between the DPP and the DPP system. The DPP is the artifact consisting of the data/information provided by the interacting stakeholders of a product’s value chain. The DPP system is the underlying IT/software system that enables the consolidation of the data required for DPPs by facilitating the interaction between the various actors along a product’s value chain, as well as the assignment of a physical product to the DPP. Figure 1 shows the basic components of a DPP system. It is likely that DPP systems will consist of many more components (e.g., registry and identifiers for the DPPs), but these have not yet been sufficiently investigated and defined. We therefore intend to first identify the DPP system requirements before deriving the specific DPP system components from these requirements.

According to [1–4,7], the main goals of the DPP are to improve the circularity of products in terms of the R-Strategies and to foster transparency and traceability of products, materials, and components. In order to achieve these goals, a DPP is likely to contain the following data:

- Manufacturing data, such as the composition of a product, the materials used in each component, details about the manufacturing process (e.g., joining technique, binder), the physical and chemical properties of the materials employed, and information regarding nonhazardousness or hazardousness to human health or to the environment [1,7,9];
- Usage data, such as the documentation of any parts of a product that have been replaced or repaired [7,10];
• End-of-life data, such as the “documentation on collection, sorting, and treatment during the End-of-Life (EoL) phase” [7] of a product;
• Life-cycle data, such as the sales volume of a product, which can be used to anticipate how much waste to expect at any given time and the amount of resources that could be recycled [7,11].

![Diagram of DPP System](image)

**Figure 1.** Basic components of a DPP System.

The information derived from the data contained in a DPP should enable stakeholders in a product’s value chain to map information and improve their understanding of the composition of the product, the environmental impacts of the production, and its use phases, as well as recycling solutions at the end of the life cycle [7].

In the scientific community, research on the DPP is already being conducted in the circular economy field. However, we observe that the current focus of the scientific research is on the conceptual design and the sector-specific content of the DPP itself, rather than on the underlying technical IT infrastructure (i.e., the DPP system). Adisorn et al. [1], for example, discuss design options of the DPP and how the respective options might benefit stakeholders in a product’s value chain. Their results are reflected in an actor-centered analysis of potential advantages gained through the DPP. Donetskaya and Gatchin [12] present their results on the development of requirements for the content of a DPP and design solutions. As a result, they developed two types of requirements for the content of a digital passport and for design solutions [12]. The first type addresses the specifics of the activity of a particular company, and the second type addresses the specifics of the project task [12]. Walden et al. [4] focus more on the overall circular economy system by examining the concept of DPPs as a tool to implement and expand the circular economy. Additionally, they discuss opportunities and challenges related to the development and adoption of DPPs and investigate the battery passport [4]. Plociennik et al. [7] introduce DPP requirements from different perspectives that should be fulfilled to make the DPP broadly applicable and to promote a circular economy. In contrast, we investigate requirements for DPP systems (i.e., the underlying technical infrastructure for the establishment of DPPs) and not for DPPs themselves (i.e., content and design of DPPs). Additionally, a comprehensive overview on existing DPP concepts can be found in the paper by Plociennik et al. [7]. A whitepaper, which also provides an extensive overview on 76 initiatives pursuing the implementation of DPPs, is presented by Jansen et al. [13]. Their whitepaper clearly shows that the current DPP initiatives differ in the approaches they take and the goals they pursue [13]. However, it must be considered that their work does not represent a peer-reviewed literature review. Furthermore, it does not provide detailed information on the requirements for DPP systems. In this context, it should also be mentioned that the current initiatives around DPPs do not only consider products but also materials (i.e., material passports) [13]. One example of such a material passport is the one from Madaster. This pilot project was initiated to promote the regional circular economy in the Amsterdam Metropolitan Area (AMA) by offering materials passport for buildings [13].
2.2. Existing Work on DPP Systems Requirements

The goal of this paper is to open up a more informed research-based approach to the development of DPP systems. Recent work on DPP systems requirements can be found in the scientific literature, as well as in the gray literature (e.g., whitepapers and blog posts from industry-related companies and start-ups). However, in both the scientific and gray literature, solutions are usually presented directly, which only implicitly suggest the underlying requirements. We listed some examples below. However, we do not go into the explicit requirements in this chapter, as these are described comprehensively in Section 4.

One example from the scientific literature is the contribution by Plociennik et al. [3] in which they present their “Digital Lifecycle Passport for the Circular Economy”. In this paper, Plociennik et al. [3] present a new solution for DPP implementation based on the Asset Administration Shell (AAS), along with a suitable cloud platform instead of first outlining the requirements for their underlying DPP system. It should be noted here that their work is not a proof that AAS is suitable for arbitrary DPP use cases but rather a conceptual contribution that requires more in-depth analysis. Hence, this needs to be further investigated and tested in the future. Nevertheless, their paper [3] provides implications for DPP systems requirements by outlining their solution explanations (i.e., what should the DPP system do and why). The same applies to the contribution by Berg et al. [2] in which they propose a solution for a DPP use case instead of identifying the underlying requirements before presenting a solution. They show how to overcome information asymmetry in the plastics value chain with DPPs [2]. In this context, Berg et al. [2] also outline how decentralized identifiers and verifiable credentials can enable a circular economy for plastics and describe design goals for an ecosystem that provides trusted electronic product information.

Regarding gray literature on DPP systems requirements, one example is a blog post by Spherity.5 Spherity is a well-respected start-up that builds decentralized identity management solutions, inter alia, for DPP systems (see note 5). In 2021, they published a blog post on the DPP and its technical implementation [9]. This article states requirements for DPPs and elaborates on how the technical implementation of the underlying IT system could be realized [9]. Moreover, they outline that the primary objective of DPPs is to perform data analyses on the collected data across the entire value chain and that the greatest barrier for the implementation of DPPs is not the technical feasibility but the agreement of all actors along the supply chain on common standards [9]. Overall, despite that this blog post briefly proposes some requirements for DPP systems, it also rather suggests a possible solution instead of focusing on the requirements analysis for the DPP system in the first place. Moreover, it must be noted that such a blog post does not represent scientific work and therefore must be treated even more critically. Nevertheless, such gray literature is another source to obtain important input for the requirements analysis for DPP systems. This is especially important since the scientific literature in this area is quite limited at present.

3. Methodology

The requirements analysis in this paper is based on the state-of-the-art literature of scientific and industry-related contributions concerning DPP systems (cf. Section 2.2), as well as nine semistructured expert interviews. At this point, it must be considered that the scientific field around DPPs is still quite new, and therefore the scientific literature on DPPs, and especially DPP systems, is still limited. Therefore, in addition to the scientific literature, we also took gray literature into account. The gray literature (e.g., blog posts from industry/companies) must be assessed critically, as it has not been examined for academic quality (i.e., peer reviews). Moreover, in most cases, the reviewed literature does not provide direct DPP systems requirements but implies them through statements and explanations of certain aspects and proposed solutions. We analyzed these and, in synopsis with the findings from the expert interviews, derived the requirements for DPP
systems. Where we found contradictory statements, we point them out in Section 4, where the identified DPP systems requirements are presented.

The interviewed experts were selected based on their knowledge background and activities in the field, demonstrated either by publishing, research projects, or activities in norming and regulation. We asked the experts to refer us to other experts by means of a snowball system. Eight of the nine interviewed experts are from industry (cf. Appendix A). One expert works in research. This distribution also corresponds to our perception of the extent to which the topic of the DPP has already arrived or is being addressed in industry and academia. Since our objective for the expert interviews was to explore requirements for DPP systems (i.e., for the underlying technical infrastructure of the upcoming DPPs), all experts have a mainly technical background (cf. Appendix A). After reaching out to the experts, the semistructured interviews took place online and remotely. The duration of the interviews varied between thirty minutes and one hour. The structure of the requirement analysis for the DPP systems refers to ISO/IEC 25010:2011(en) [14] for systems and software quality requirements and evaluation. Accordingly, the questions to the interviewed experts were also based on this structure. In addition, however, open questions were also asked about other requirements and requirement categories, which are not included in ISO/IEC 25010:2011(en) [14]. In this context, for example, the category legal obligations was added, as it turned out to be an important aspect during the requirements analysis (cf. Section 4.1). Overall, we conducted semistructured, exploratory interviews, since DPP systems represent a new research area on which there is little literature from academia at present. The structure of the expert interviews was dynamically adapted to the respective discussion. Therefore, it must be taken into account in Section 4 that not all interviewed experts discussed the completely same issues. Consequently, the expert statements are not quantifiable. However, this was not the purpose of the conducted expert interviews.

4. Consolidated Requirements for DPP Systems

This section is structured into eight requirement categories. All eight categories and their respective identified requirements refer to DPP systems. The categories are mainly taken from ISO/IEC 25010:2011(en) [14] for system and software quality requirements and assessment. Where necessary, they have been adapted and supplemented. For instance, the category legal obligations was added because it turned out to be an important aspect during the requirements analysis.

4.1. Legal Obligations

The DPP system must comply with regulations and standards, of which some are just emerging. The European Commission’s “Proposal for the new Ecodesign for Sustainable Products Regulation” (ESPR) is among the most recent and important publications concerning DPPs. It was published in late March 2022 and represents the introduction of DPPs [8]. The ESPR provides a comprehensive overview of the mandatory and voluntary information requirements of the upcoming DPPs, both in the main text (especially Articles 8 through 13) and in the annexes (especially Annex III). It also provides some implications for the underlying IT infrastructure and the handling of DPPs. This concerns in particular the establishment of a central registry for a unique identifier, which is required for linking the DPPs and their respective physical objects (cf. Section 4.8) [8]. In addition to the central registry, the ESPR currently seems to favor a decentralized approach, where data is stored at the data provider’s preferred location.

Moreover, the Extended Producer Responsibility (EPR) also plays an important role for the design of a DPP system. The EPR was defined by the OECD in 2019 as an environmental policy concept whereby the producer’s responsibility for a product is extended to the postconsumption phase of the product’s life cycle [15]. Thus, the EPR attempts, like the DPP itself, the integration of environmental quality data from products and production processes into the entire product chain, and therefore should be considered when creating a DPP system. The same applies to the “right to repair” The “right to repair”
relates to an EU government legislation to prohibit manufacturers from erecting barriers that prevent consumers from repairing and modifying their own consumer products (e.g., electronic devices and automotive) (see note 7). This should enhance the reuse, refurbishment, and repair of products in the EU and beyond. Thus, the EPR, as well as the “right to repair”, should be addressed with the DPP, and therefore must be considered in the design and implementation of a DPP system.

The General Data Protection Regulation (GDPR) was adopted in May 2018 [16]. It is the most important regulation for the European market for data privacy and concerns the protection of natural persons with regard to the processing of personal data and the free movement of such data [16]. Personal data means any information relating to an identified or an identifiable natural person [16]. Thus, the GDPR is expected to have important implications for DPP handling if it comes to the processing of personal data (e.g., employee data in the case of product maintenance). Potentially, there will be analogous efforts for IP and know-how protection.

4.2. Functional Suitability

Functional suitability defines what a product or service should do and includes functional completeness, correctness, and appropriateness [14]. The functional suitability of a DPP system needs to fit the respective sector, industry, and use case.

Overall, according to the literature [1–4] and the majority of the interviewed experts, the primary objective of the upcoming DPPs, which are created by a DPP system, is to support circular economy goals through transparency on products, components, and materials. Moreover, according to the literature [1], DPP systems are designed to improve supply chain transactions by tracking the entire value chain and sharing information about products, components, and materials (cf. Section 2.1). The majority of the interviewed experts also claimed that the establishment of DPP systems must not hinder existing value chain processes. Additionally, one of the interviewed experts emphasized that the quality and safety of products, components, and materials must continue to be guaranteed.

To be more precise, for DPP systems to work properly, the actors in a value chain have to provide information about their product, component, or material. They need to make statements exclusively for the step for which they are responsible [9]. A DPP should consist of the collected DPP information of all actors of a value chain [9]. For example, the raw material producer has to make statements about the raw material and the process of raw material extraction. The DPP system must therefore be capable of enabling such decentralized collection of the information required for a DPP, and it must allow decentralized actors to provide and receive this information. In addition, the members of the value chain need to have the ability to determine the data storage location (i.e., cloud) of their DPP information themselves [9]. Moreover, the majority of the interviewed industry experts stressed the need to preserve the sovereignty of the industry and to reduce dependence on central players.

4.3. Security, Confidentiality, and IP Protection

Among other aspects, security describes the degree to which a product or system protects information and data, so that persons, other products, or systems have the degree of data access appropriate to their types and levels of authorization [14]. These are described in the following as requirements for building trust, confidentiality, and the protection of the intellectual property (IP) throughout DPP systems.

When reviewing the contemporary literature related to DPP systems (cf. Section 2.2), we found that, according to Guth-Orlowski [9] and Berg et al. [2], the secure exchange of DPP data among the members of a product’s value chain is the most important requirement across all sectors and industries. All nine interviewed experts confirmed this perception.

From a technical point of view, information in IT systems can be easily copied and modified [2]. This implies that the information contained in a DPP needs to be verified with regard to its origin, integrity, and compliance in order to create trust and confidentiality
along the entire value chain [2]. The respective actors should not be able to add, change, or delete information about the product unnoticed. This means that the changes must be recorded or tracked by the DPP system (i.e., for nonrepudiation) [9]. In this context, one of the interviewed experts emphasized that immutability has to be ensured, i.e., records in the DPP itself must not be overwritten. Verified data could then serve as a certificate for trustful information in terms of the origin and the production conditions [9]. With regard to IP protection, according to Berg et al. [2], data providers must retain direct control over their provided data (i.e., data sovereignty) and the data needs to be stored safe from unauthorized access.

4.4. Accessibility

Accessibility describes the degree to which a product or system can be used by people with the widest range of characteristics and capabilities to achieve a specified goal in a specified context of use [14].

Certain information about a product is often a well-guarded company secret (e.g., its composition or supply chain) [9]. According to Guth-Orlowski [9], secrecy in terms of IP protection is one of the main reasons for the access control mechanisms of DPP systems. Hence, access rules for the DPP system need to be determined. For example, it could be defined that the Federal Environment Agency may access the carbon footprint of a production step [9]. Overall, the data consumers and members of a DPP system should only have access to the information they need, which results in appropriate access authorizations.

Apart from that, according to one of the interviewed experts with an industry background, it is important to distinguish between small and medium-sized companies (SMEs) and larger organizations, since some SMEs do not have their own information system. In many countries, there is no suitable IT system available at the material supplier’s or manufacturer’s site. They often only have smartphones, and therefore a smartphone application connection to the DPP system is required. Hence, participation opportunities in DPP systems for those members of the value chain who do not have their own information system has to be established. Moreover, Guth-Orlowski [9] states that there must be no cost or technical barriers to participation in the DPP system that exclude small economic actors. In addition, one of the interviewed experts claimed that there is often no stable internet connection. Thus, the respective data need to be cached locally and uploaded later to the DPP system when a stable internet connection is ensured.

4.5. Interoperability

Interoperability describes the degree to which two or more systems can exchange information and use the information that has been exchanged [14].

According to the majority of the interviewed experts and Berg et al. [2], a sufficient degree of interoperability of the DPP system is necessary for exchanging information between stakeholders across company boundaries. Regarding the requirement of interoperability, shared and common semantics make it possible to understand the content and the meaning of information and character strings up to the autonomous interaction of different systems [17]. Data schemes describing the product should ideally be standardized [2], or at least be supported by a broad consensus. In this way, it is known in which structure or schema the searched character strings are arranged. If this requirement is met, a DPP can be processed by different DPP systems, and/or the information of a DPP can be provided by the DPP system to external requesters via an application interface (API).

In addition, the majority of the interviewed experts stated that not only the interoperability between the different members of a DPP system must be ensured but also the interoperability within the IT and data infrastructure of a single member (e.g., a manufacturer). Such a DPP system member must be able to collect all the necessary DPP information it needs to provide to the other value chain members. Therefore, the DPP system member must be able to get the required information into the respective DPP.
4.6. Modularity and Modifiability

Modularity and modifiability refer to the degree to which the DPP system is composed of discrete components, such that a change to one component has minimal impact on other components [14]. Global value chains involve a large number of players who frequently change [9]. Likewise, according to Guth-Orlowski [9], the required attributes that a DPP must contain evolve continuously. For a DPP system, this means that it needs to have the flexibility to add actors, products, or product attributes, change them, and remove actors or information that is no longer needed [9]. Evolvability is an important aspect of information integration and applies to DPP systems as well, since they will most likely need to enable a variety of frequent changes related to the products and participants in the value chain. As most modern information systems, DPP systems must be easily expandable and ready for broader, international use to accommodate additional market participants and use cases [2].

The majority of the interviewed experts confirmed the aspects that we found in the literature stated above.

4.7. Availability and Time Behavior

The DPP information needs to be available through the DPP system whenever it is needed. The time behavior depends on the specific use case. In some use cases, real-time data are required. In other use cases, it might be sufficient to collect and analyze the respective DPP data once a day, or even once a week. Consequently, for some use cases, certain parts of a DPP system must be real-time capable and might therefore be outsourced to the edge if machines and systems are to be operated on the basis of the information from the DPP (cf. use case described in [3]).

The conducted expert interviews did not provide any additional information on this requirement.

4.8. Portability

Portability refers to the degree of effectiveness and efficiency with which an IT system can be transferred from one hardware, software, or other IT system to another [14]. In this paper, portability is understood as the requirement that the product identifiers, and thus the respective DPP information, need to be transferable from one software system to another. The product identifiers are needed to connect the physical products to their respective digital information [2]. The portability of these product identifiers, i.e., the possibility of finding the product identifier with a different software system, represents an important requirement in a decentralized DPP system. This means that portable product identifiers are crucial, because otherwise a product cannot be identified in a decentralized DPP system. In this context, Berg et al. [2] also outline that “the digital identities must remain permanent and must be usable in various systems and networks, thus implement the openness to various digital ecosystems”. Moreover, Berg et al. [2] claim that the system that issues the product identities (i.e., a registry) must have no central intermediary, in order to avoid the risks of a central, single point of failure.

Accordingly, the majority of the experts interviewed emphasized that product identifiers should be referenceable and harmonizable throughout the EU. This is necessary in order to be able to track the entire life cycle of a product and to be able to analyze and use the relevant information collected by the DPP system and thus contained in a DPP.

5. Identified Gaps for DPP System Requirements and Discussion

Overall, we identified two gaps concerning DPP systems requirements. This means that we did not find any information on the following aspects within the literature or during the expert interviews. In the following, we briefly elaborate on these identified gaps for DPP systems requirements.

Energy and Resource Utilization: In the literature and during the interviews, we could not find any information on the energy and resource utilization of DPP systems themselves. Therefore, we identify this as a critical gap in terms of sustainability and
see the risk of rebound effects when DPP systems are scaled up. More specifically, we see a risk that the resource and energy consumption for deploying DPP systems in some use cases could have a greater negative environmental impact than the counteracting positive environmental impact from the data insights (i.e., higher energy and resource consumption for DPP system deployment and use than energy and resource savings from DPP data analysis.). However, this is only a hypothesis at this stage and needs to be further investigated in the future.

**Data Privacy:** Data privacy goes beyond data security qualities. The objective is that attackers, even if they gain access to the respective data, would not be able to receive meaningful insights from these data [18]. The privacy of shared DPP information has to be guaranteed if it comes to the collection and processing of personal data (e.g., employee data in the case of product maintenance). In this context, legal requirements, such as the GDPR, have to be fulfilled [2]. With regard to the expert interviews, the majority of the experts considered the topic of data privacy to be less relevant for the time being, since it is primarily product data that are considered in the upcoming DPPs, not personal data. However, the experts agreed that if personal data (e.g., data of employees) are involved in DPPs, these data must be treated in a privacy-aware way and in accordance with the prevailing privacy regulations (e.g., the GDPR).

Summarized, we identified the DPP systems’ requirements and their gaps. In the following, we briefly discuss how these requirements for DPP systems could possibly be implemented. Moreover, we put it in the context of product life-cycle management (PLM), since PLM is closely related to DPP systems, as it manages the entire life cycle of a product [19].

One concept which could be used as the backbone of DPP systems is data spaces. For example, as mentioned in the EU Battery Regulation, the collection of DPP information must correspond to the “open data space” of a DPP [9].

Data spaces are a contemporary construct for sharing data. They are therefore a possible solution for DPP systems. According to Reiberg et al., a data space is defined as “a federated, open infrastructure for sovereign data sharing, based on common policies, rules and standards” [20]. In other words, a data space refers to a type of data relationship between trusted partners and represents an approach to information integration. The decentralized approach of a data space provides the basis for digital sovereignty, as data can remain in the sphere of influence of the data originator until they are retrieved (see note 9). Overall, a multitude of data spaces for various purposes exist, as shown in the Data Space Radar. Based on our identified requirements for DPP systems (cf. Table 1), we consider the approach of using the concept of data spaces as the backbone of DPP systems to be feasible. However, we clearly emphasize that the identified requirements need to be further investigated in order to derive more evidence and more specific implications in terms of the actual implementation of such a DPP data space.

Furthermore, most of our identified requirements are not new for the general integration of heterogeneous systems and for the purposes of data sharing. Such work has been established in other areas of production science, such as, for example, in the literature on the digital thread concept, or similar work on product life-cycle management (PLM) [21]. However, the identified requirements are new in the context of DPP systems. Consequently, for the future investigation of DPP systems requirements, this means that a translation of the requirements from PLM research (e.g., digital threads [21]) into the context relevant for DPP’s should be conducted. Semantic interoperability, for example, is an obvious requirement, and it will be useful to define interoperability in terms of the specific types of systems required to exchange information within a DPP system. However, in order to do this, the specific types of systems must be defined first. Consequently, this represents a crucial next step for the future development of DPP systems. For future work, it would be helpful to explore this need in more detail and provide a framework that would allow DPP system stakeholders to evaluate their approaches/solutions against the DPP system requirements we identified in this paper.
Summarized, the identified requirements in Section 4 provide an overview of the current discussion on requirements for DPP systems and will likely be expanded upon and more detailed as more research is conducted on this topic in the future. Nevertheless, they provide a solid foundation on which further research on DPP system requirements can expand.

Table 1. Overview of identified DPP systems requirements.

<table>
<thead>
<tr>
<th>Requirement Categories</th>
<th>Identified Requirements</th>
</tr>
</thead>
<tbody>
<tr>
<td>Legal obligations</td>
<td>- Ensure compliance with the Proposal for the new Ecodesign for Sustainable Products Regulation (ESPR)</td>
</tr>
<tr>
<td></td>
<td>- Ensure compliance with Extended Producer Responsibility (EPR) and EU government legislation “right to repair”</td>
</tr>
<tr>
<td></td>
<td>- Ensure compliance with the General Data Protection Regulation (GDPR)</td>
</tr>
<tr>
<td>Functional suitability</td>
<td>- Need to fit the respective sector, industry, and use case</td>
</tr>
<tr>
<td></td>
<td>- Allow actors to make statements exclusively for the information for which they are responsible</td>
</tr>
<tr>
<td></td>
<td>- Allow decentralized data storage locations for the DPP information</td>
</tr>
<tr>
<td></td>
<td>- Enable the decentralized collection of the information required for a DPP</td>
</tr>
<tr>
<td>Security, confidentiality, and IP protection</td>
<td>- Ensure nonrepudiation</td>
</tr>
<tr>
<td></td>
<td>- Enable data verification</td>
</tr>
<tr>
<td></td>
<td>- Ensure data sovereignty</td>
</tr>
<tr>
<td></td>
<td>- Ensure secure data storage</td>
</tr>
<tr>
<td>Interoperability</td>
<td>- Provide clear semantics</td>
</tr>
<tr>
<td></td>
<td>- Standardize data schemas describing the products</td>
</tr>
<tr>
<td></td>
<td>- Provide an application interface (API) for data provision and data request</td>
</tr>
<tr>
<td>Modularity and modifiability</td>
<td>- Ensure flexibility to add/edit/remove actors, products, or product attributes</td>
</tr>
<tr>
<td></td>
<td>- Ensure readiness for broader, international use</td>
</tr>
<tr>
<td>Accessibility</td>
<td>- Allow the determination and implementation of access rules</td>
</tr>
<tr>
<td></td>
<td>- Ensure participation opportunities for actors who do not have their own information system</td>
</tr>
<tr>
<td>Availability and time behavior</td>
<td>- Ensure appropriate availability of the DPP information (depends on use case)</td>
</tr>
<tr>
<td></td>
<td>- Enable real-time data if needed (depends on use case)</td>
</tr>
<tr>
<td>Portability</td>
<td>- Ensure that product identifiers and the DPP information are transferable from one software system to another</td>
</tr>
<tr>
<td></td>
<td>- Avoid a centrally managed register for the product identifiers</td>
</tr>
<tr>
<td></td>
<td>- Ensure that product identifiers are referenceable and harmonizable throughout the entire EU</td>
</tr>
</tbody>
</table>

6. Conclusions

This paper represents the first academic contribution to investigate the requirements for DPP systems. We accomplished this requirements analysis based on a literature review of scientific and industry contributions to the topic, as well as from nine semistructured expert interviews. We investigated eight requirement categories in accordance with ISO/IEC 25010:2011(en) [14] and thereby identified several requirements for DPP systems (cf. overview of identified requirements per category in Table 1). Overall, the reviewed literature and the majority of the interviewed experts emphasize that, currently, the biggest hurdles are the confidential exchange of information and the alignment between all stakeholders (e.g., the agreement on common standards). In addition, we determined two gaps with regard to the identified requirements. The first gap addresses the energy and resource utilization of DPP systems, which is crucial in terms of the scalability and sustainability of such solutions. The second identified gap is data privacy, which goes beyond data security.
aspects and concerns personal data. We also briefly elaborated on the current discussion to use the concept of data spaces as the backbone of DPP systems. Based on our identified requirements for a DPP system, we consider this approach to be feasible. However, we see the need to examine the identified requirements in more detail in the future.

Summarized, this paper is intended to build the basis for further exploration of DPP systems requirements. It should help to fill the current knowledge gaps related to DPP systems to eventually establish scalable and sustainable data handling for the circular economy.
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Appendix A. Description of Interviewed Experts
1. The expert has a background in IT law, security, and privacy. The expert’s main activities are legal consulting, research in the field of security, privacy, and IT law, as well as technology consulting.
2. The expert is a software developer at a platform for sustainable fashion in the sense of the circular economy. The expert has several years of professional experience in software development and a technical background in computer science.
3. The expert is a senior IT architect at a large, global technology company active in digitalization and modern IT/OT technologies. The expert represents the technology company as a technical lead, officer, and primary representative in industrial standardizations. In European Union research, the expert is active in the area of software and services.
4. The expert is a researcher and senior manager in the field of sustainability and circular economy and has a background in engineering and computer science. In doing so, the expert helps international companies derive sustainable benefits from digital transformation.
5. The expert works for one of the world’s largest automotive suppliers and designs, develops, and implements sustainability management in the field of sustainable construction and circular economy.
6. The expert has a background in electrical engineering and is the head of a standardization department for electrification products at a large international company that produces electrical equipment, robotics, and automation technology. The expert is also involved in industry-wide market and technology initiatives, working as a solution architect.
7. The expert has a background in information technology and has worked for several years as a business development manager in the area of product innovation for a medium-sized international software and consulting company which specializes in compliance, risks, and sustainability. The expert’s current focus is on DPPs and the underlying IT architecture (i.e., the DPP system).
8. The expert is a project manager of research and innovation projects for a medium-sized international software and consulting company which specializes in compliance, risks, and sustainability. The expert’s current focus is on blockchain-based circular economy and DPPs.
9. The expert works at a large, global technology company. After research work and several years as a consultant, the expert took over the management of gas turbine development. Since 2016, the expert has headed the “External Collaboration” of the company department, which is responsible for research policy and funding alignment at the national and international level.
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